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Beginn der Sitzung: 12.01 Uhr

Tagesordnungspunkt 1
Gesetzentwurf der Bundesregierung

Entwurf eines Gesetzes zur Modernisierung des
Sicherheitsiiberpriifungsgesetzes und zur Ande-
rung beamtenrechtlicher Vorschriften

BT-Drucksache 21/1926

Gf. Vors. Thomas Silberhorn (CDU/CSU): Meine
sehr geehrten Damen und Herren, ich er6ffne die
13. Sitzung des Innenausschusses und darf Sie
dazu alle recht herzlich begriilen. Mein Name ist
Thomas Silberhorn. Ich bin fiir diese Woche wie-
der der geschiéftsfiihrende Vorsitzende dieses Aus-
schusses und darf die heutige 6ffentliche Anho-
rung von Sachverstdndigen leiten. Thema unserer
Anhérung ist der Gesetzentwurf der Bundesregie-
rung zur Modernisierung des Sicherheitsiiberprii-
fungsgesetzes und zur Anderung beamtenrechtli-
cher Vorschriften auf Bundestagsdrucksache
21/1926. Hierzu liegt ein Anderungsantrag der
Fraktionen der CDU/CSU und SPD auf Ausschuss-
drucksache 21(4)080 vor.

Ich danke Thnen, sehr geehrte Sachverstdndige,
dass Sie unserer Einladung nachgekommen sind
und uns mit Threr Expertise zur Verfiigung stehen,
um Fragen der Kolleginnen und Kollegen aus dem
Innenausschuss und der mitberatenden Ausschiis-
se zu beantworten. Ich begriile daher zunéchst die
von den Fraktionen benannten und hier anwesen-
den Sachverstdndigen, Herrn Sebastian Baunack,
Rechtsanwalt aus Berlin, Frau Cordula Hallmann,
Direktorin beim Bundesamt fiir Verfassungsschutz
in K6ln, Herrn Prof. Dr. iur. Hansjorg Huber von
der Hochschule Zittau-Gorlitz, Fakultat Sozialwis-
senschaften, Herrn Luca Manns von der Universi-
tdt K6ln, Forschungsstelle Nachrichtendienste,
Herrn Heiko Teggatz, Stellvertretender Bundes-
vorsitzender des Beamtenbundes und Tarifunion
aus Berlin und Herrn Gunnar Vielhaack vom Bun-
desverband der Sicherheitswirtschaft, ebenfalls
aus Berlin. Per Videokonferenz sind uns die Sach-
verstindigen Herr Andreas Hartl von der Bundes-
beauftragten fiir den Datenschutz und die Infor-
mationsfreiheit und Herr Gilinter Schotten, Ge-
schéftsfiihrer des Verbandes fiir Sicherheit in der
Wirtschaft aus Berlin zugeschaltet. Auch Thnen,
seien Sie uns herzlich willkommen. Fiir die Bun-
desregierung darf ich Herrn Ministerialdirektor

Innenausschuss

Dr. Christian Klos willkommen heillen, Abtei-
lungsleiter fiir 6ffentliche Sicherheit aus dem
Bundesministerium des Innern. Die Sitzung wird
live im Bundestagsfernsehen und auf der Home-
page des Deutschen Bundestages {ibertragen und
ab morgen iiber die Mediathek fiir die Offentlich-
keit zum Abruf bereitgestellt.

Wir hatten schriftliche Stellungnahmen erbeten.
Fiir die eingegangenen Stellungnahmen bedanke
ich mich bei den Sachverstdndigen. Sie wurden
den Ausschussmitgliedern zugédnglich gemacht.
Von der heutigen Anhérung wird ein Wortproto-
koll erstellt und Ihnen zur Korrektur tibersandt.
Im Anschreiben werden Ihnen Details zur Be-
handlung mitgeteilt. Das Protokoll und die schrift-
lichen Stellungnahmen werden ins Internet einge-
stellt. Fiir die Anhoérung ist die Zeit von 12.00 bis
14.00 Uhr vorgesehen. Einleitend mochte ich je-
der und jedem Sachverstindigen die Gelegenheit
geben, in einer kurzen Einleitung, die drei Minu-
ten nicht iiberschreiten sollte, zum Beratungsge-
genstand Stellung zu beziehen. Ich bitte Sie aus-
driicklich, sich angesichts der Vielzahl von Sach-
verstdndigen an dieses Zeitfenster zu halten, da-
mit ausreichend Zeit fiir Fragen durch die Abge-
ordneten besteht. Ihre umfassenden schriftlichen
Stellungnahmen sind den Ausschussmitgliedern
bereits zugegangen und werden als bekannt vor-
ausgesetzt. Nach den Eingangsstatements werden
wir, orientiert an Fraktionsrunden, mit der Befra-
gung der Sachverstindigen beginnen. Ich bitte,
dass die Fragestellenden diejenigen Sachverstian-
digen ausdriicklich benennen, an die sie ihre
Frage richten wollen. Zu den Frageregeln gilt: In
den Fraktionsrunden kann jede Fragestellerin und
jeder Fragesteller entweder zwei Fragen an eine
Sachverstidndige oder einen Sachverstdndigen
oder je eine Frage an zwei Sachverstidndige rich-
ten. Fiir die Fragen gilt eine Zwei-Minuten-Zeitbe-
grenzung. Die Auskunftsperson antwortet unmit-
telbar auf die Frage. Fiir die Antwort auf jede
Frage stehen ebenfalls zwei Minuten zur Verfii-
gung. Nach der zweiten Fraktionsrunde werde ich
angesichts der fortgeschrittenen Zeit nach Lage
entscheiden, ob das Zeitfenster weiterhin zwei
oder nur noch eine Frage pro Fraktion zuléasst.
Wenn Sie mit dieser Vorgehensweise einverstan-
den sind in den Fraktionen, dann kénnen wir so
verfahren.
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Vielen Dank. Entsprechend alphabetischer Rei-
henfolge darf ich nun Herrn Baunack um seine
Eingangsstellungnahme bitten.

SV Sebastian Baunack (dka Kanzlei): Vielen Dank
fiir die Einladung. Mein Name ist Sebastian Bau-
nack und ich méchte gerne Stellung nehmen. Ich
mochte auf einige wenige Punkte hinweisen, weil
wir ja recht wenig Zeit haben. Das Erste, was mir
aufgefallen ist, ist ein gewisser Widerspruch, den
ich gesehen habe, dazu, dass wir im militdrischen
Bereich, dariiber wird ndchste Woche im Verteidi-
gungsausschuss beraten, eine Abschaffung der Si-
cherheitsiiberpriifung der Soldatinnen und Solda-
ten gerade in der Debatte haben — die soll ersetzt
werden durch eine schlichte Verfassungstreueprii-
fung. Und ich finde es einen kaum erklédrlichen
Widerspruch, dass Beschiftigte in Zuliefererbe-
trieben fiir sicherheitsrelevante Bereiche stidrker
iiberpriift werden sollen als die Soldatinnen und
Soldaten, die Zugang zu schweren Waffen haben.

Das vorweggestellt, mdchte ich einmal darauf hin-
weisen, dass ich denke, dass zahlreiche dieser
MaBnahmen schwere Eingriffe in den Schutz der
Ehe und der Familie begriinden. Gerade die
durchgehende Anzeigepflicht wiahrend eines Be-
schiftigungsverhéltnisses fiihrt dazu, dass Be-
schiftigte in sicherheitsrelevanten Bereichen, aber
auch bei Zuliefererbetrieben, im IuK-Bereich (IuK:
Informations- und Kommunikationstechnologie),
in der Logistik, verpflichtet werden, ihre Angeho-
rigen zu iiberpriifen, wie die sich im Internet, auf
Social Media duBern, und das gegebenenfalls dem
Beschiéftigungsgeber anzuzeigen. Das halte ich mit
Hinblick auf Artikel 6 Absatz 1 Grundgesetz fiir
kaum vertretbar.

Wo es Hilfe brduchte, wo es Besserung brauchte,
wadre bei der Beschiftigung von Menschen mit
Migrationshintergrund in Bereichen, die hier als
sicherheitsrelevant eingeschétzt werden — dort
wird hédufig angenommen, dass eine Erpressbar-
keit vorliegen wiirde wegen Angehdrigen in Staa-
ten mit Sicherheitsrisiken. Eine kleine Verbesse-
rung sieht der Gesetzesvorschlag insofern vor, als
diese nicht mehr grundsétzlich ausgeschlossen
werden, sondern in Bereichen eingesetzt werden
koénnen, in denen es auf diese Sicherheitsiiberprii-
fung nicht so stark ankommt, das ist durchaus
eine Verbesserung. Eine Verbesserung ist es auch,
soweit hier im beamtenrechtlichen Bereich die
Beihilferegelungen erleichtert werden sollen und
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eine Zustimmungsfiktion angenommen werden
soll — auch das ist zu begriiBen. Was fehlt, ist eine
Stdarkung der Rechte der Personalvertretung bei
der Sicherheitsiiberpriifung. Dort ist bislang
nichts vorgesehen und damit steht es im Wider-
spruch dazu, dass nunmehr die Personalvertre-
tung, Gleichstellungsbeauftragte und Schwerbe-
hindertenvertretung in die personalverwaltenden
Stellen einbezogen werden sollen. Das verschlech-
tert die Situation der Beschéftigten. Besten Dank.

Gf. Vors. Thomas Silberhorn (CDU/CSU): Vielen
Dank, Herr Baunack. Ich darf um die nachste Stel-
lungnahme Frau Cordula Hallmann bitten.

SVe Cordula Hallmann (BfV): Herzlichen Dank,
sehr geehrter Herr Vorsitzender, sehr geehrte Da-
men und Herren, dass ich als BfV zu dem Gesetz-
entwurf Stellung nehmen kann. Wir fiithren als so-
genannte mitwirkende Behdrde im Auftrag von ca.
120 zustdndigen Stellen auf Bundesebene sowie
fiir die Wirtschaft ca. 60 000 Uberpriifungen pro
Jahr durch — mit steigender Tendenz. Wir begrii-
Ben die Anderungen des SUG als notwendige und
iiberfillige MaBnahme, um im Lichte der verédn-
derten Sicherheitslage die Sicherheitsiiberpriifung
qualitativ zu verbessern und das Verfahren digita-
ler und effizienter zu gestalten.

Lassen Sie mich exemplarisch zwei Kernpunkte
der Novelle herausgreifen: Zum einen die Anglei-
chung der Uberpriifung des vorbeugenden perso-
nellen Sabotageschutzes an das Niveau einer Ge-
heimschutziiberpriifung. Der Uberpriifungsmab-
stab im Sabotageschutz fokussierte bislang auf die
Priavention mittels Gewalt begangener Sabotage-
akte durch terroristisch motivierte Innentiter. Ge-
fahren etwa durch staatlich gelenkte Cyber-Sabo-
tage waren nach der gesetzlichen Konzeption
nicht hinreichend abgedeckt. Beziehungen zu
Staaten mit besonderen Sicherheitsrisiken, soge-
nannte SmbS, etwa zu Russland, wurden bislang
nicht ausreichend gewiirdigt. Dies wird der Si-
cherheitslage nicht mehr gerecht. Die Gefahr der
Ausspdhung und Spionage durch staatliche Ak-
teure und in deren Auftrag handelnde Stellen
steigt stetig an. Deshalb ist es unsererseits gebo-
ten, kiinftig SmbS-Beziige abzufragen und die
Partner in die Uberpriifung mit einzubeziehen.

Zweiter Punkt: Mit der SUG-Novelle wird der An-
wendungsbereich der Internetrecherchen unseres
Erachtens sachgerecht ausgeweitet. Diese sind
nunmehr als RegelmaBinahme bei allen
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Uberpriifungsarten und unter Beriicksichtigung
der mitbetroffenen Personen durchzufiihren. Nach
Erfahrung des BfV aus der Praxis ist die offene In-
ter-netrecherche eine effektive MaBnahme und
eine zeitgemédlbe Erkenntnisquelle, um eventuell
bestehende Beziige einer Person zu SmbS und
zum Extremismus zu erkennen. Allerdings wird
sich der Aufwand erheblich erhohen, das derzei-
tige Auftragsvolumen wird sich nach der Geset-
zesdnderung vervielfachen. Selbst bei drastischer
Reduzierung der Recherchetiefe und weitestge-
hender Ausschépfung von Automatisierungspo-
tenzialen bedarf es erheblicher zusdtzlicher Res-
sourcen. Andernfalls ist zu prognostizieren, dass
die in den letzten Jahren initiierten MaBnahmen,
insbesondere im Bereich Digitalisierung, die seit
2024 maBgeblich zur Verkiirzung der Verfahrens-
dauern beigetragen haben, konterkariert werden
und mit einer erheblichen Verldngerung der Lauf-
zeiten zu rechnen ist. Wir halten daher einen ada-
quaten personellen Aufwuchs fiir zwingend, um
die neuen Regelungen sachgerecht umzusetzen so-
wie die Qualitét der Sicherheitsiiberpriifungen
und eine akzeptable Verfahrensdauer bei gleich-
zeitig kontinuierlich steigendem Auftragsvolumen
zu gewdhrleisten. Vielen Dank.

Gf. Vors. Thomas Silberhorn (CDU/CSU): Vielen
Dank, Frau Hallmann. Und nun ist uns tiber Vi-
deokonferenz Herr Andreas Hartl zugeschaltet.

Wir horen Sie leider nicht. Wir versuchen zu kla-
ren, woran es liegt. Also bei uns sind alle Leitun-
gen offen. Darf ich vorschlagen, Herr Hartl, dass
wir den nédchsten Sachverstdndigen aufrufen und
Sie bei sich noch einmal den Zugang checken?
Wir versuchen es im ndchsten Anlauf. Danke
schon. Dann darf ich jetzt Herr Prof. Dr. Hansjorg
Huber um seine Stellungnahme bitten.

SV Prof. Dr. iur. Hansjorg Huber M.A. (HS Zittau
/Gorlitz): Herr Vorsitzender, vielen Dank, dass Sie
mir Gelegenheit geben, mich zu dullern. Meine
Damen und Herren, die Stellungnahme will in
drei Teilen auf die Regelungen des Gesetzes einge-
hen. In Teil 1 sollen die beiden unterschiedlichen
Regelungsbereiche getrennt werden. In Teil 2 soll
zwischen den bevollméchtigen Sicherheitsbehor-
den unterschieden werden. In Teil 3 soll auf die
moglicherweise kostenintensiven Auswirkungen
fiir die Privatwirtschaft eingegangen werden.

Hinter dem oben genannten Titel wird zusammen-
gepackt, was nicht zusammengehort — Teil 1, die
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Modernisierung der Sicherheitsiiberpriifung einer-
seits und die Anderung beamtenrechtlicher Vor-
schriften andererseits. Es mag eine Taktik der Re-
gierung dahinterstecken, aber die Gesetzeslogik
verlangt eigentlich die Verabschiedung von zwei
verschiedenen Gesetzen. Es besteht keinerlei inne-
rer Zusammenhang, auller der Tatsache, dass Be-
amte dem Staat gegeniiber in einem besonderen
Néaheverhiltnis stehen. Da ist zu der Regelung ei-
ner beschleunigten Bearbeitung von Beihilfeantréa-
gen nicht viel anzumerken. Beamte werden echte
Krankenkosten zeitnaher abrechnen konnen, zu-
mal sie hierfiir in Vorkasse gehen miissen. Aber
nochmals, es besteht kein Zusammenhang zum
anderen Teil des Gesetzes.

Die Regelung zur Modernisierung der Sicherheits-
iiberpriifung als zweiter Teil. Vom Umfang her ist
der der eigentliche Inhalt des vorliegenden Geset-
zes. Man will im Wege der Digitalisierung die
Moglichkeiten der Internetrecherche fiir die Si-
cherheitsbehérden erweitern. Zu diesem zweiten
Teil sei insbesondere angemerkt: Die Sicherheits-
behorden sind der BND, das Bundesamt fiir den
Militdrischen Abschirmdienst (BAMAD) und das
Bundesamt fiir Verfassungsschutz. Es ist allge-
mein bekannt, dass diese Dienste trotz Uber-
schneidungen unterschiedliche Zielstellungen
verfolgen. Ziel von BND und BAMAD sind eigent-
lich, das Gemeinwesen, unseren Staat und kriti-
sche Infrastruktur gegen Angriffe von auflen abzu-
schirmen. Aufgabe des Bundesamtes fiir Verfas-
sungsschutz ist, die freiheitlich-demokratische
Grundordnung gegen gewaltsame kdmpferische
Umstiirze von innen zu schiitzen. Dabei ist die
Existenz des Bundesamtes fiir Verfassungsschutz
im internationalen Rechtsvergleich westlicher
Staaten mit Gewaltenteilung mit einer Ausnahme-
stellung versehen. Es gibt in keinem westlichen
Staat einen vergleichbaren Dienst, der solche Un-
tersuchungen durchfiihrt. Die Digitalisierung des
Staatsapparates bietet enorme Moglichkeiten, den
Standard der Sicherheitsiiberpriifungen im vor-
beugenden personellen Sabotageschutz deutlich
zu erh6hen. Ein zentraler Punkt ist dabei die Mo-
dernisierung der Befugnisse zur Verarbeitung per-
sonenbezogener Daten in Dateisystemen. Ein nicht
unwesentlicher Teil besteht im Abbau bisheriger
Ausnahmeregelungen bei gleichzeitiger Auswei-
tung von Ermessensspielrdumen. Vorstellbar ist
eine Uberpriifung aller zugénglicher Internetplatt-
formen einschlieBlich sozialer Netzwerke im
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Wege einer einfachen Sicherheitsiiberpriifung bei
Gefahren von aufien. Kurz: Mainahmen seitens
BND und BAMAD aufgrund von gestiegener Ge-
fahrdungslage konnten nachvollziehbar sein.
Nach innen hingegen sind die Biirger mit einem
hohen Grundrechtsschutz nicht zuletzt durch Ar-
tikel 5 GG, der Meinungsfreiheit, ausgestattet. Das
Bundesverfassungsgericht hat in stindiger Recht-
sprechung die Meinungsfreiheit als grundlegendes
Grundrecht gestérkt. Die Grenzen sind selbstver-
standlich sehr weit gezogen. Sie konnten z.B. in
sozialen Netzwerken die Einfiihrung der Monar-
chie verlangen. Dies diirfte nicht einer Uberprii-
fung unterzogen werden. Gleichzeitig hat das
Bundesamt fiir Verfassungsschutz aufgrund seines
selbst eingefiihrten unbestimmten Rechtsbegriffes
der ,,Delegitimierung des Staates” die Inhalte des
Sagbaren unter Umstédnden sehr verengt. Die Ur-
teile des Bundesverfassungsgerichts haben Geset-
zeskraft. Alle Behorden als vollziehende Gewalt
sind an diese Gesetze gebunden. Es kann nicht
sein, dass Behdrden leichtfertig handeln, wie der
Verfassungsschutz, um sich dann im Nachgang
von Gerichten in Schranken weisen zu lassen. Mit
ihrem Tédtigwerden sind Behorden gehalten.

Gf. Vors. Thomas Silberhorn (CDU/CSU): Herr
Professor, darf ich Sie bitten, auf die Zeit zu ach-
ten. Sie sind schon eine Minute driiber. Mei-
nungsfreiheit gibt es hier im Uberfluss.

SV Prof. Dr. iur. Hansjorg Huber M.A. (HS Zittau
/Gorlitz): Verzeihung. Lassen Sie mich kurz fest-
halten: Dieser unbestimmte Rechtsbegriff, die ,,De-
legitimierung des Staates” ist aus meiner Sicht mit
dem Grundgesetz nicht vereinbar. Danke.

Gf. Vors. Thomas Silberhorn (CDU/CSU): Vielen
Dank. Ihre ausfiihrliche schriftliche Stellungnah-
me liegt allen Mitgliedern des Ausschusses bereits
vor. Nun darf ich noch einmal einen Versuch un-
ternehmen, Herrn Andreas Hartl zuzuschalten.
Wir horen Sie immer noch nicht. Ich sehe, Herr
Hartl, Sie haben auch keinen Knopf, sondern auch
nur ein Mikrofon vor sich. Also, dann versuchen
wir es noch einmal mit einer Uberpriifung auf bei-
den Seiten. Und ich rufe als ndchsten Sachver-
stindigen Herrn Luca Manns auf. Darf ich um Ihr
Eingangsstatement bitten?

SV Luca Manns M.A., LL.M. (Universitat Koln):
Vielen Dank, Herr Vorsitzender, meine Damen
und Herren. Es geht einmal zuriick zum Sicher-
heitsiiberpriifungsgesetz, thematisch gibt es darii-
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ber ja viel zu sagen. Und in drei Minuten, die der
Bundestag immer hat, ist das eine herausfordern-
de Sache.

Frau Hallmann hat gerade vieles gesagt, was die
Praxis anbelangt. Wenn wir rechtlich auf die
Frage schauen, was personeller Geheimschutz ei-
gentlich darf, dann miissen wir feststellen, dass
wir es hier mit einem absoluten Sonderregime zu
tun haben, das sich eben nur auf solche Personen
bezieht, die in sensiblen Téatigkeiten beschéftigt
sind. Das heifit, wir diirfen nicht mit diesem nor-
malen verfassungsrechtlichen Staat-Biirger-Ver-
héltnis herangehen, sondern wir haben Personen,
die mochten in einem Bereich im 6ffentlichen
Dienst oder in der Privatwirtschaft tiatig werden,
in dem so hohe Schutzgiiter bestehen, dass es
eben nicht ausreicht, ein Fiihrungszeugnis zu be-
antragen oder vielleicht eine Zuverldssigkeitsprii-
fung durchzufiihren. Vor diesem Hintergrund
miussen wir die MaBnahmen beurteilen, die wir
im SUG geregelt haben. Und wenn wir den Sabo-
tageschutz zunichst einmal als eine groBe Uber-
schrift in den Blick nehmen, dann ist, glaube ich,
augenscheinlich, was die Literatur lange Zeit ver-
treten hat, ndmlich dass Sabotageschutz den In-
nenbereich betrifft. Warum sollen wir uns da ei-
gentlich Angehorige anschauen? Solange niemand
in einen Bereich hineinkommt, der selbst ein Si-
cherheitsrisiko ist, ist doch alles super. Ich glau-
be, das miissen wir in einer Zeit, in der hybride
Einflussnahmen, in der aber auch klassische An-
sprachen wie im Spionagebereich, also Erpres-
sungspotenziale, auch gegeniiber Saboteuren zum
Tragen kommen, komplett anders sehen. Russland
wird sicherlich auch versuchen, das sehen wir ja
auch, vom klassischen Bereich der Spionage weg-
zukommen, hin zu vermehrten Sabotageaktionen.
Und dann miissen wir diesen Bereich auch hér-
ten. Harten setzt eben auch voraus, sich anzu-
schauen, was in einer modernen Welt jeweils an
Erkenntnissen vorhanden ist. Gerade bei den ho-
heren Uberpriifungsstufen fiihren wir teils tiefge-
hende, personlichkeitserfassende MaBinahmen
durch. Und dann zu sagen: Na ja, aber die Inter-
netrecherche in offenen Netzwerken, das ist jetzt
der Punkt, wo es bricht, ich glaube, da sind wir
noch lange nicht. Sondern wenn wir iiber Netz-
werke reden, in die die Personen selbst Daten ein-
stellen, in die man nach Erwéhnung einer Zu-
gangshiirde, vielleicht dem Login-Bereich, Ein-
sicht nehmen kann, ist das ein sehr vertretbarer
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Grundrechtseingriff, auch nach den neuen Anpas-
sungen.

SchlieBlich die Anzeigepflicht. Das ist eigentlich
aus meiner Sicht der wichtigste Anderungstatbe-
stand der Novelle. Es war doch bigott, dass wir
Personen hatten, die nach einer fiinfjahrigen Si-
cherheitserklarungsanpassung nicht mitteilen
mussten, ob sie in Kontakt mit Vereinigungen ste-
hen, die vielleicht auch erst in der Zwischenzeit
extremistisch geworden sind oder dass sie Kon-
takte aufgenommen haben zu fremden Méchten.
Gerade wenn wir sagen, wir nehmen den perso-
nellen und auch den materiellen Geheimschutz
ernst und deswegen fithren wir Uberpriifungen
durch, dann miissen diese Uberpriifungen auch
geeignet sein, in der heutigen Zeit der schnelllebi-
gen Radikalisierungen und Ansprachen Ful} zu
fassen. Und ich glaube, das tut die Novelle im
GroBen und Ganzen; die Einzelheiten habe Sie
schriftlich vorliegen und die Ausfiihrungen zu
zwei, drei Anpassungen sind dort ebenfalls ver-
merkt. Mehr dazu vielleicht gleich noch im Frage-
teil.

Gf. Vors. Thomas Silberhorn (CDU/CSU): Vielen
Dank, Herr Manns. Und nun ist die Erwartung
groB, Herr Hartl, dass wir Sie héren diirfen?

SV Andreas Hartl (BfDI): Das hoffe ich doch sehr,
Herr Vorsitzender. Vielen Dank fiir die Gelegen-
heit, aus Bonn virtuell an der Sitzung teilnehmen
zu konnen. Sehr geehrte Damen und Herren Abge-
ordnete, meine Damen und Herren, die BfDI ist
Kontroll- und Beschwerdestelle fiir die Anwen-
dung des SUG. Auch wir sehen aus unserer Praxis
und aus rechtlichen Griinden Reformbedarf am
SUG — insofern begriiBen wir die Initiative der
Bundesregierung.

Ich habe drei Schwerpunkte fiir heute: Die Erwei-
terung der Internetrecherche, die Verarbeitung in
Dateien und Befugnisse fiir uns. Bei der Erweite-
rung der Internetrecherche ist zu sehen, dass diese
bisher nur fiir SU2 (erweiterte Sicherheitsiiberprii-
fung) und SU3 (erweiterte Sicherheitsiiberpriifung
mit Sicherheitsermittlungen) auch fiir die mitbe-
troffenen Personen gilt, und sie soll zukiinftig
auch ohne Abstufung fiir alle gelten. Zukiinftig
sollen also auch mitbetroffene Personen iiberpriift
werden, also Personen mit einem besonderen Na-
heverhiltnis. Diese Gleichsetzung von mitbetrof-
fenen Personen mit betroffenen Personen, finden
wir, ist zu weitgehend, die bisherigen Regelungen
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fiir mitbetroffene Personen sind ausreichend. Die
erweiterten Angabepflichten in der Kumulation
und auch in der vorgeschlagenen Form sind aus
unserer Sicht ebenfalls iibermé&Big. Konkret, die
telefonische und die E-Mail-Erreichbarkeit, die
Angabe von Profilnamen, der automatisierte Licht-
bildabgleich — diese drei Punkte sind problema-
tisch. Unser konstruktiver Vorschlag ist erstens,
dass der Begriff ,,6ffentlich zugédnglich* definiert
wird, ebenfalls der Begriff der ,,sozialen Netz-
werke“. Zweitens, dass wir eine zeitliche Be-
schriankung bei den Angabepflichten auf die ver-
gangenen zwolf Monate haben und dass nur die
primér verwendete E-Mail-Adresse und die pri-
maér verwendeten Nummern gepriift werden.

Der zweite Punkt betrifft die Verarbeitung von Da-
ten in Dateien. Bislang gibt es die Unterscheidung
zwischen Sicherheitsakte und Datei, §§ 18 und 20
SUG. Aus unserer Sicht sollte diese Unterschei-
dung aufgegeben werden, sie ist nicht mehr zeit-
gemdl. Alleiniger MaBstab sollte der Zweck der
Verarbeitung und dann die entsprechenden MaB-
stidbe aus der DSGVO oder der JI-Richtlinie sein.
Aus unserer Sicht ist bei dem Punkt auch wichtig:
Die Speicherung von Daten unbeteiligter Dritter in
der Datei ist unverhéltnisméaBig. Das betrifft zum
Beispiel Personen, die nach der Priifung durch die
mitwirkende Behorde keinen Bezug zur Sicher-
heitsiiberpriifung haben. Das kénnten zum Bei-
spiel Geschidigte, also Zeuginnen und Zeugen
aus Strafakten sein. Diese Verarbeitung ist fiir den
Gesetzeszweck nicht erforderlich.

Letzter Punkt: Befugnisse. Derzeit konnen wir nur
beanstanden, zur Stellungnahme auffordern und
warnen. Gerade im nichtoffentlichen Bereich, bei
Unternehmen sehen wir einen Wertungswider-
spruch. Zum Beispiel diirfen wir heute gegen Un-
ternehmen im Telekommunikationsbereich Buf-
gelder verhingen, nach SUG aber nicht. Dabei
geht es auch beim SUG um sicherheitsempfindli-
che Tétigkeiten und besonders sensible personen-
bezogene Daten. Vielen Dank.

Gf. Vors. Thomas Silberhorn (CDU/CSU): Vielen
Dank, Herr Hartl. Das war eine Punktlandung und
viele ganz konkrete Anregungen. Wir bleiben in
der Videokonferenz und ich darf um seine Stel-
lungnahme Herrn Giinther Schotten bitten.

SV Giinther Schotten (VSW Bundesverband):
Herzlichen Dank, lieber Herr Vorsitzender und
sehr geehrte Damen und Herren, fiir die
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Moglichkeit, dass wir hier heute noch einmal die
Punkte aufs Tablett bringen. Ich darf vorwegschi-
cken, dass meine eine verbandsiibergreifende Stel-
lungnahme ist, an der der Bundesverband der
Deutschen Industrie e.V. (BDI), der Bundesver-
band der Deutschen Sicherheits- und Verteidi-
gungsindus-trie e.V. (BDSV), der Bundesverband
der Deutschen Luft- und Raumfahrtindustrie e. V.
(BDLI), der Branchenverband der deutschen Infor-
mations- und Telekommunikationsbranche e.V.
(Bitkom), der Bundesverband und Bundesarbeits-
kreis der Sicherheitsbevollméchtigten fiir den Ge-
heimschutz in der Wirtschaft (BAK SiBe) und der
Verband fiir Sicherheit in der Wirtschaft -VSW-
Bundesverband e.V. mitgewirkt haben. Wir begrii-
Ben ausdriicklich die Initiative der Bundesregie-
rung, hier eine Gesetzesdnderung durchzufiihren.
Das vorliegende Gesetz betrachten wir nicht als
reinen Verwaltungsakt unter vielen, sondern es
legt unseres Erachtens vielmehr fest, ob Deutsch-
land in den néchsten Jahren wirklich verteidi-
gungsfihig sein wird. Verteidigungsfahigkeit bis
2029 heilBt fiir uns, das Sicherheitsiiberpriifungs-
gesetz so zu modernisieren und zu beschleunigen,
dass es der sicherheitspolitischen Lage standhalt.
Ohne schnelle und planbare Sicherheitsiiberprii-
fungen kann weder der notwendige Hochlauf in
der Riistungsproduktion stattfinden noch der
Schutz kritischer Infrastrukturen gewéhrleistet
werden — und genau diese stehen ldngst als vor-
rangiges Ziel im Visier Russlands. Unternehmen
kénnen qualifiziertes Personal nicht einsetzen,
neue Fertigungslinien nicht starten und keine sen-
siblen Standorte absichern, solange sie monate-
lang auf Uberpriifungsergebnisse warten. Die
Uberpriifungszeit ist eindeutig zu lang. Wir haben
Félle von bis zu sechs Monaten. Das bremst den
Produktionsaufbau, schwicht die Einsatzbereit-
schaft und damit unsere Fahigkeit zur Abschre-
ckung und zur Verteidigung. Ein zentraler Hebel
liegt unseres Erachtens in der klaren Anderung
des § 8 Absatz 2 Sicherheitsiiberpriifungsgesetz.
Wir schlagen vor, dort festzuschreiben, dass be-
reits durchgefiihrte Zuverldssigkeitsiiberpriifun-
gen etwa nach § 7 Luftsicherheitsgesetz, § 5 Waf-
fengesetz oder dem Atomgesetz als gleichwertig
zur einfachen Sicherheitsiiberpriifung anerkannt
werden konnen, sofern sie nicht alter als finf
Jahre sind. Hintergrund ist ein zutiefst praktisches
Problem: Heute werden dieselben Personen durch
unterschiedliche Behorden von Bund und Lén-
dern mehrfach gepriift. Das kostet Zeit, bindet
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knappe Kapazitdten, wie von der Dame aus dem
Verfassungsschutz bereits auch erwihnt, in den
Sicherheitsbehoérden und verzogert verteidigungs-
relevante Projekte genau dort, wo wir dringend
Tempo brauchen. Eine gesetzlich verankerte
Gleichwertigkeitsanerkennung verhindert diese
Doppelpriifungen, entlastet die Beh6rden und be-
schleunigt den Einsatz sicherheitsrelevanten Per-
sonals im Riistungshochlauf ebenso wie beim
Schutz kritischer Infrastrukturen. Sicherheitsiiber-
priifungen sind schlicht kein Personalverwal-
tungsdetail. Sie sind eine sicherheitskritische Vo-
raussetzung fiir Deutschlands Handlungsfahigkeit.
Wenn Deutschland verteidigungsfihig bzw.
kriegstiichtig sein soll, dann braucht es jetzt Ver-
fahren, die schnell, digital, rechtssicher und mit
klaren Zustdndigkeiten funktionieren. Vielen
Dank fiir Ihre Aufmerksamkeit.

Gf. Vors. Thomas Silberhorn (CDU/CSU): Vielen
Dank, Herr Schotten, auch Thnen. Nun darf ich
Herrn Heiko Teggatz um seine Stellungnahme bit-
ten.

SV Heiko Teggatz (dbb): Sehr geehrter Herr Vor-
sitzender, verehrte Abgeordnete, ich bin heute als
stellvertretender Bundesvorsitzender des Beam-
tenbundes hier zugegen und werde mich deshalb
in meiner Stellungnahme auch auf die beamten-
rechtlichen Vorschriften beziehen. Nach Absatz 1
des neuen § 80a Bundesbeamtengesetzes sollen
kiinftig beantragte Erstattungen von Beihilfeauf-
wendungen unter bestimmten Voraussetzungen
ohne Priifung als erstattungsfihig gelten, sofern
die Beihilfefestsetzungsstelle nicht innerhalb von
vier Wochen {iiber den Beihilfeantrag entschieden
hat. Diese sogenannte Fiktionsregelung soll bis
zum Ablauf des Jahres 2031 befristet sein, zu-
gleich soll durch die gleichzeitige Etablierung ei-
nes Risikomanagementsystems eine Beschleuni-
gung der Bearbeitung sichergestellt werden. Da-
durch soll erreicht werden, dass die Anwendung
der Fiktionsregel auf Ausnahmefille begrenzt
bleibt. An dieser Stelle sei darauf hingewiesen,
dass aktuell die durchschnittliche Bearbeitungs-
zeit beim Bundesverwaltungsamt bei etwa 15 Ta-
gen liegt, jedoch ein stetig steigendes Volumen
der Eingédnge zu verzeichnen ist. Der dbb hat mit
gewisser Verwunderung die Einschdtzung des
Bundesrechnungshofs zur Kenntnis genommen,
dass die Fiktionsregelung zu ungepriiften Beihilfe-
ausgaben fithren kénnte und deshalb abzulehnen
sei. Dieser Einschdtzung tritt der dbb angesichts
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der aktuellen Bearbeitungssituation in der Beihilfe
entschieden entgegen. Die nunmehr gefundene
Regelung stellt erstmals eine realistische Option
dar, das Problem der iiberlagerten Beihilfebearbei-
tungszeiten in den Griff zu bekommen. Selbstver-
stindlich muss langfristiges Ziel sein, eine durch-
gehend zeitnahe Beihilfebearbeitung auch ohne
eine Fiktionsregelung sicherzustellen. Dazu bedarf
es neben einer regulatorischen Flankierung aber
auch eines verstdrkten digitalen personellen Ein-
satzes. Dieses kann jedoch absehbar nicht zeitnah
erreicht werden, da erst fiir circa 20 Prozent der
Bearbeitungskapazitdten eine Migration in die
neuen Abrechnungsprozesse erfolgt ist. Der Um-
stieg muss bei den Bearbeitungsstellen aber paral-
lel weiterverfolgt und umgesetzt werden. In die-
sem Zusammenhang darf ich darauf hinweisen,
dass im Bundesbereich tdglich 7 000 bis 8 000 An-
trage auf Erstattung einer beihilfefahigen Behand-
lungskostenrechnung ankommen. Die Folgerung
des Rechnungshofs, die Regelung sei verzichtbar,
ist nach Ansicht des dbb daher unzutreffend. Die
Einfiihrung einer Fiktionsregelung bei der Beihil-
febearbeitung kann trotz der ernstzunehmenden
Kritik des Bundesrechnungshofs im Detail nach
unserer Auffassung insgesamt klar befiirwortet
werden.

Im Ubrigen muss auch zur Kenntnis genommen
werden, dass die vorgesehene Fiktionsregelung
kein vollig neues Rechtsinstrument ist und sich
an der bestehenden Fiktionsregelung zum Beispiel
im Sozialversicherungsrecht anlehnt. Zugleich
darf die Situation des in der Beihilfebearbeitung
eingesetzten Personals nicht unerwéhnt bleiben,
auch hier besteht das Problem des Fachkréfteman-
gels. Eine Entlastung durch Vereinfachung, Digita-
lisierung und schlieBlich die neue Fiktionsrege-
lung ist nach unserer Auffassung zwingend erfor-
derlich. Dieser grundsétzliche Ansatz entspricht
im Ubrigen auch den Inhalten des aktuellen Koali-
tionsvertrags. In diesem Sinne herzlichen Dank.

Gf. Vors. Thomas Silberhorn (CDU/CSU): Vielen
Dank, Herr Teggatz. Nun darf ich Herrn Gunnar
Vielhaack um seine Stellungnahme bitten.

SV Gunnar Vielhaack (BDSW): Ich vertrete den
Bundesverband der Sicherheitswirtschaft. Wir ha-
ben eine Sonderregelung, eine Sonderregelung in-
sofern, dass wir dem § 34a Gewerbeordnung un-
terliegen und der enthéilt bereits Voraussetzungen
fiir die Sicherheitsiiberpriifung. Warum ist das so
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wichtig, dies zu erwdhnen? Wir schiitzen sicher-
heitssensible oder sicherheitsempfindliche Lie-
genschaften mit 14 000 Menschen. Und diese

14 000 Menschen sind erforderlich, weil die zu-
stindigen Stellen oder die Betreiber die Funktio-
nen entsprechend ihrem Sicherheitsbediirfnis
festgelegt haben. Wir haben bei unseren Mitarbei-
tenden eine Kiindigungsfrist nach § 622 BGB von
vier Wochen. Das heilit, auch ein Kollege, der seit
20 Jahren bei uns ist, kann mit einer Frist von vier
Wochen kiindigen. Den Ersatz miissen wir tiber-
priifen lassen. Wir haben im Augenblick laut eige-
ner Stellungnahme des BMWE (Bundesministe-
rium fiir Wirtschaft und Energie) vom 1. Oktober
2025 Uberpriifungszeiten von drei bis sechs Mo-
naten im Regelfall und beim BAMAD von drei bis
acht Monaten im Regelfall. Die Uberpriifungszeit
beim BAMAD wird durch die Uberpriifung der
mitbetroffenen Personen und durch noch mehr er-
forderliche Daten noch anwachsen. Das heiBt, wir
sind in der groBen Sorge, wie wir Kiindigende er-
setzen sollen. Die Mitarbeitenden sind notwendig
zum Schutz der Liegenschaften und wir haben ei-
nen Verzug zwischen vier Wochen und acht Mo-
naten. Das heiBt, unsere Bitte ist, zu iberdenken,
ob die spezialgesetzliche Regelung des § 34a Ge-
werbeordnung nicht fiir einen begrenzten Zeit-
raum — ich sage bewusst fiir einen begrenzten
Zeitraum — ausreicht. Denn: Was wird iiberpriift?
Uberpriift wird das Bundeszentralregister, das
heiBt, kein Mitarbeitender von uns wird einge-
setzt, ohne Durchleuchtung des Bundeszentralre-
gisters, zweitens iiber die Schnittstelle zum Bun-
desamt fiir Verfassungsschutz und zum dritten
auch noch iiber die Polizeibehérde. Das heilt, je-
der Mitarbeitende von uns, ohne Ausnahme, hat
bereits diese Uberpriifung hinter sich.

Die Bitte ist, tiber eines nachzudenken: Wenn ich
mich rechtfertigen mdéchte, ist eine 100,0-prozen-
tige Uberpriifung sicherlich das Gebotene. Wenn
ich ein Restrisiko von 0,2 Prozent eingehe und die
Uberpriifungstiefe von 99,8 Prozent fiir ausrei-
chend halte, dann erscheint mir das sehr viel bes-
ser, als wenn die Liegenschaft nicht geschiitzt
wird. Denn der Kollege ist dann nicht da. Ich darf
ein Zitat einbringen, etwas verféalscht: Stell dir
bitte vor, es ist ein Spannungsfall und viel zu we-
nige sind da. Ich danke Ihnen.

Gf. Vors. Thomas Silberhorn (CDU/CSU): Vielen
Dank, Herr Vielhaack. Wir haben damit alle Sach-
verstdndigen in ihrer Stellungnahme gehort. Ich
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darf nun die erste Fragerunde er6ffnen. Wir begin-
nen mit der CDU/CSU-Fraktion. Herr Kollege
Henrichmann, bitte.

Abg. Marc Henrichmann (CDU/CSU): Vielen
Dank, Herr Vorsitzender. Ich wiirde mit dem The-
menblock SUG starten und jeweils eine Frage an
Herrn Vielhaack und dann eine an Herrn Manns
stellen. Herr Vielhaack, Sie hatten gerade die
Uberpriifung nach der Gewerbeordnung kurz an-
gerissen, verbunden mit der Bitte, diese gegebe-
nenfalls voriibergehend zur Entlastung ausreichen
zu lassen. Sie sprechen natiirlich einen wunden
Punkt an, der nicht nur Ihr Gewerbe betrifft, son-
dern eigentlich das ganze System der Sicherheits-
iiberpriifung: dass die Verfahren unendlich lange
dauern und wir umgekehrt einen riesengroBien Be-
darf haben. Jetzt haben Sie gerade mehr oder we-
niger eine Bitte geduBert, die Gewerbeordnung
sozusagen als Hilfskriicke zu nutzen. Aber es gibt
ja auch noch andere spezialgesetzliche Regelun-
gen. Im Waffengesetz kennen wir das, in der Luft-
sicherheitsbranche kennen wir das, dass Personen
sicherheitsiiberpriift sind, und sogar zum Beispiel
beim Waffenrecht mit Nachberichtspflichten, das
Einbeziehen des Verfassungsschutzes und Ahnli-
chem. Die Frage deswegen an Sie: Sehen Sie Po-
tenzial fiir eine grofere Losung, dass man diese
spezialgesetzlichen Regelungen vielleicht generell
einflechtet?

Und Herr Manns: Sie hatten dieses Sonderregime
schon beschrieben und gesagt, worum es hier
geht, dieses Spannungsfeld zwischen Uberprii-
fung und der Schutzfunktion, die das Gesetz ha-
ben soll. Jetzt haben wir das Thema Messenger-
Dienste, Social Media nattiirlich, wir haben das
Thema Meldedaten, aber wortiber wir uns bei-
spielsweise nicht unterhalten haben, sind die Fo-
ren in Messenger-Diensten, die im Terrorismus-
Kontext regelméBig auffillig sind. Ich wiirde Sie
bitten, die Herausforderungen, und die Risiken
einmal zu beleuchten und dann vielleicht eine
kurze Abwégung im Bereich Datenschutz, Grund-
rechte, aber auch technische Umsetzbarkeit, Prak-
tikabilitdt vorzunehmen. Danke schon.

SV Gunnar Vielhaack (BDSW): Danke fiir die An-
regung. Ich darf einmal konkretisieren: Wenn ich
§ 34a Gewerbeordnung sage, dann meine ich dort
den Absatz 1a Satz 5 Nummer 2, das heiBt, die
Uberpriifung, die eben zwingend auch iiber den
Verfassungsschutz laufen muss.
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Wir haben folgende Regelung, § 7 Luftsicherheits-
gesetz: Das BMWE sagt selbst in seinen Richtlini-
en, dass die Uberpriifung nach § 7 Luftsicherheits-
gesetz die Uberpriifung nach dem heutigen Sabo-
tageschutz ersetzt. Ob das noch Bestand haben
wird nach der Anderung des SUG, da habe ich
meine Zweifel. Denn das SUG verschérft ja die Sa-
botageschutzregelung erheblich, mit mitbetroffe-
nen Personen, mit sehr viel mehr Daten, die erho-
ben werden, mit Daten aus Internetplattformen,
Social Media. Und das tut § 7 Luftsicherheitsge-
setz im Augenblick nicht. Bleibt diese Feststel-
lung, diese Position also erhalten? Jedenfalls
heute ist es so, dass die Uberpriifung nach § 7
Luftsicherheitsgesetz die Uberpriifung nach Sabo-
tageschutz, § 9 SUG ersetzt.

Auberdem, Sie haben es richtig angesprochen,
Waffengesetz — und wohlgemerkt nicht nur § 5,
sondern auch § 6 Waffengesetz, ndmlich die per-
sonliche Eignung, die weitere Uberpriifungstiefen
erfordert: Um es ganz klar zu sagen, die §§ 5 und
6 Waffengesetz haben eine viel groBere Uberprii-
fungstiefe als die Uberpriifung nach § 9 SUG nach
heutigem Stand. Nur als Beispiel: Samtliche Er-
kenntnisquellen, die § 5 Waffengesetz hat, hat
auch § 9 SUG, aber keine einzige weitere. Das
Waffengesetz hingegen fordert im § 6 eine Uber-
priifungstiefe der Polizeidienststellen der letzten
zehn Jahre bei den Wohnsitzbeh6rden. Um es klar
zu sagen, von der Trunkenheitsfahrt eines Mitar-
beitenden vor sechs Jahren, die niemand gescha-
digt hat, weiB die Uberpriifung nach SU2 gar
nichts, die Polizeibehodrde aber sehr wohl. Meine
Anregung wire dringend zumindest zu iiberlegen,
ob ganz klar im Gesetz bestimmt wird, dass die
Uberpriifung nach § 9 SUG nicht erforderlich ist,
wenn innerhalb der letzten fiinf Jahre eine Uber-
priifung durchgefiihrt worden ist nach den §§ 5
und 6 Waffengesetz. Das 16st das Problem der Si-
cherheitswirtschaft aber nur in Teilen. Es 16st das
Problem der Sicherheitswirtschaft im Bereich der
Bundeswehr, denn dort sind alle Kolleginnen und
Kollegen bewaffnet und haben damit sowieso eine
Uberpriifung nach Waffengesetz. Es 16st aber nicht
das Problem fiir die ungefdhr 6 000 Mitarbeiten-
den, die in zivilen Objekten tdtig sind und zum
groBen Teil nicht bewaffnet sind — die warten
trotzdem noch fiinf bis acht Monate.

Gf. Vors. Thomas Silberhorn (CDU/CSU): Vielen
Dank, Herr Vielhaack. Herr Manns, bitte.
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SV Luca Manns M.A., LL.M. (Universitat Koln):
Einen Satz noch ganz kurz zu diesem Thema: Mir
scheint der Unterschied vor allem, aber das liegt
vielleicht auch an der Fragerichtung, darin zu lie-
gen, dass ich keine Sicherheitserkldrung ausfiille,
also bestimmte Bewertungen {iber Kontakte oder
Reiseziele, und die nicht drin sind.

Aber das war gar nicht die Frage an mich. Die
Frage an mich lautete: Was ist denn mit sozialen
Netzwerken? Und ja, das ist tatsdchlich kompli-
ziert. Ich glaube, wir Deutschen haben da auch
wieder so eine besondere Angst, weil das irgend-
wie etwas Neues ist, das haben wir noch nie ge-
macht. Das fithren wir langsam erst ein, wihrend
irgendwie die Sicherheitsermittlungen bei der U3,
wo wir Gott weill wen befragen, was die Leute pri-
vat so machen, das finden wir ganz okay, weil es
das schon immer gab. Wir miissen immer aufpas-
sen, ob die Dinge, die Schwingungen, die wir fiih-
len, juristisch begriindet sind, oder ob die eher
aus einer Art Verdnderungsangst kommen. Ich
glaube iiber soziale Netzwerke, die offen sind,
miissen wir nicht ernsthaft sprechen. Bei den Mit-
betroffenen, ja, dann geht es wieder zur Frage,
welchen Einfluss die auf die Person haben, aber,
dass die Betroffenen in offenen Netzwerken be-
trachtet werden, ist, glaube ich, eine Selbstver-
stdndlichkeit. Jetzt habe ich dann aber zum einen
Netzwerkprofile, wie zum Beispiel auf Instagram
oder Facebook, die nur fiir Freunde offen sind, ge-
schlossene Profile. Das ist das eine. Und das an-
dere ist die Frage, das haben Sie angesprochen,
gerade bei Telegram gibt es Riesengruppen oder
gar Kanile, in die Sie technisch gar nicht hinein-
schreiben konnen. Die dienen jetzt offensichtlich
nicht der Kommunikation, sondern dem Mitlesen,
dem Informiertsein, haben also erstmal keinen be-
sonders starken inhaltlichen Bezug zu den Kom-
munikationsgrundrechten, liegen aber technisch
auf einer Ebene. Also anders als bei Instagram, wo
Sie quasi die Direct-Messenger-Funktion haben
und das Profil woanders, haben Sie das bei Tele-
gram nicht. Das heilit, rechtlich gesehen, glaube
ich, weil wir ja immer eine Giiterabwégung vor-
nehmen, werden Sie, gerade bei der U3, wenn Sie
im Bereich Nachrichtendienst oder nachrichten-
dienstgleiche Stelle sind, sicherlich auch dariiber
sprechen konnen, ob Sie in geschlossene Profile
hereinschauen. Ob Sie das auch bei Telegram hin-
kriegen, ist die Frage, weil Sie ja da diese Vor-
schautexte der Privatchats sehen. Vermutlich wird
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es einfach praktisch keinen Weg geben, sich das
irgendwie anzuschauen, abgesehen davon, was
bei beiden Verfahren sicherlich extrem miihsam
waére, weil man sich neben die Person setzen muss
und in deren Handy gucken muss. Das ist jetzt
aber nur so ein praktischer Aspekt, der juristisch
nicht die Mega-Rolle spielt. Aber wenn wir ein-
fach eine konsequente Dogmatik fahren, dann
werden wir bei der U3 sicherlich einiges diirfen.
Ob wir in Telegram reinschauen? Wahrscheinlich
nicht, aber vielleicht kann man da zumindest eine
Liste verlangen, in der wir fragen, in welchen Te-
legram-Gruppen und Kanélen mit iiber 500 Mit-
gliedern jemand ist. Dann kann man das zumin-
dest als eine Art Kontakt zu einer extremistischen
Bestrebung bewerten. Vielen Dank.

Gf. Vors. Thomas Silberhorn (CDU/CSU): Vielen
Dank, Herr Manns. Ich verfahre bei der Uhr etwas
groBziigig, weil Sie gestellte Fragen von Abgeord-
neten beantworten. Ich werde bei den Fragen aller
Fraktionen so verfahren. Die Abgeordneten miis-
sen nur im Blick behalten, dass die Anzahl der
Fragerunden und der Fragen, die moglich sind,
dadurch natiirlich limitiert wird. Die néchste
Frage darf die AfD-Fraktion stellen, Herr Janich,
bitte.

Abg. Steffen Janich (AfD): Vielen Dank. Meine
Fragen gehen an Herrn Prof. Huber und an Herrn
Andreas Hartl. Herr Huber, ich hatte den Ein-
druck, Sie sind mit Threr Antwort im Eingangs-
statement noch nicht ganz fertig geworden. Sie en-
deten dort mit der Begrifflichkeit der ,,Delegiti-
mierung des Staates”. Vielleicht konnen Sie da
noch einmal ausfiihren, was Sie uns damit sagen
wollten. Und meine zweite Frage geht an Herrn
Hartl. Sehen Sie bei der kiinftigen obligatorischen
Uberpriifung von sozialen Netzwerken und Web-
seiten der Personen, welche von einer Sicherheits-
iiberpriifung betroffen sind, die Grundsétze der
Datensparsamkeit und der Zweckbestimmung der
Datenerhebung gewahrt? Vielen Dank.

SV Prof. Dr. iur. Hansjorg Huber M.A. (HS Zittau
/Gorlitz): Danke fiir die Frage. In der Tat bin ich
nicht ganz fertig geworden. Es ist folgender Hin-
tergrund: Ich denke, dass rechtlich klar ist, dass
wenn Behorden wie der Verfassungsschutz titig
werden, sie Befugnisnormen brauchen. Wenn sie
im Bereich des SUG tdatig werden, haben sie dieses
als Befugnisnorm. Aber innerhalb dieser Befugnis-
norm gibt es Kriterien, die dann zur Anwendung
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kommen. Kriterien, die zur Anwendung kommen,
sind sogenannte unbestimmte Rechtsbegriffe. Das
heiBt also, Rechtsbegriffe, die wie ,,Delegitimie-
rung des Staates”, wenn man sie spontan liest,
verschieden oder unterschiedlich verstanden wer-
den konnen. Dieses unterschiedliche Verstanden-
werden-Konnen ist aber nur scheinbar so. In der
Regel sind unbestimmte Rechtsbegriffe durch Leh-
re und Rechtsprechung ausgefiillt. Wenn eine Be-
horde unbestimmte Rechtsbegriffe versucht anzu-
wenden, dann ist es entscheidend, sich klarzuma-
chen, wo diese unbestimmten Rechtsbegriffe in-
nerhalb einer Befugnisnorm iiberhaupt auftauchen
diirfen. Jede Befugnisnorm hat Rechtsfolgenseiten
und Tatbestandsseiten. Die Rechtsfolge wire zum
Beispiel festzustellen, dass eine Sicherheitsiiber-
priifung zu einem positiven Ergebnis fiihrt. Es wai-
re dann die Rechtsfolge, jemanden aus dem Dienst
zu entlassen oder nicht mehr weiter zu beschaéfti-
gen bzw. nicht einzustellen. Das wire die Rechts-
folge. Auf der Tatbestandsseite miissten Sie dann
priifen, ob denn wirklich eine Delegitimierung des
Staates vorliegen wiirde. Ich miisste also diesen
unbestimmten Rechtsbegriff zur Anwendung brin-
gen. Jetzt gibt es aber den groBen Unterschied in
der Frage, wie ich diese Rechtsbegriffe auslegen
kann. Wahrend ich auf der Rechtsfolgenseite be-
wusst Ermessen einrdume, was die Rechtsfolge
angeht, sind unbestimmte Rechtsbegriffe nicht
von dem Ermessen umfasst. Das heifB3t also, Sie ha-
ben dort ganz enge Regelungen, was unter ,,Dele-
gitimierung des Staates” zu verstehen ist. Es gibt
manchmal Beurteilungsspielrdume fiir die Ausle-
gung, die gehen aber in der Regel gegen null. Mei-
ne eigene Erfahrung ist eher dahingehend zu se-
hen, dass dieser unbestimmte Rechtsbegriff iiber-
weit ausgelegt wird und deswegen gegen Grund-
rechte verstoft. Danke.

Gf. Vors. Thomas Silberhorn (CDU/CSU): Vielen
Dank. Herr Hartl, Sie waren angefragt.

SV Andreas Hartl (BfDI): Vielen Dank. Zur Frage,
ob diese obligatorische Uberpriifung im Bereich
Social Media mit den Prinzipien der ZweckmaBig-
keit und Datensparsamkeit iibereinstimmt: Ich
wiirde sagen, das Prinzip, ob es zweckmaBig ist,
ist hier nach Sinn und Zweck des SUG auszurich-
ten und da glaube ich schon, dass man die Aus-
wertung von Aussagen auf Social Media mit dem
Zweck in Einklang bringen kann, also: Ja. Beim
Thema der Datensparsamkeit muss man auch se-
hen: Was die Personen selbst veroffentlichen, ist
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deren Sache. Unser Vorschlag wire, um es ver-
héltnismédBig zu machen, eine Beschrdankung auf
ein Jahr, also nur das, was zwdolf Monate zurtick-
liegt. Ansonsten ist die Frage der Datensparsam-
keit oder der Datenspeicherbegrenzung aus unse-
rer Sicht hier insofern geklért, dass sich nach dem
Zweck der Verarbeitung ergibt, wie lange das ge-
speichert werden muss fiir die Zwecke der Sicher-
heitsiiberpriifung. Auch das kann durchaus kon-
form sein.

Gf. Vors. Thomas Silberhorn (CDU/CSU): Vielen
Dank, Herr Hartl. Nun fragt die SPD-Fraktion,
Herr Kollege Baldy, bitte.

Abg. Daniel Baldy (SPD): Vielen lieben Dank.
Meine zwei Fragen richten sich an Frau Hall-
mann. Wir haben schon sehr viel iiber das Thema
Internet und Social-Media-Recherche gesprochen.
Es ging auch um die Frage, das zu begrenzen.
Wenn Sie vielleicht einmal kurz aus der Praxis
darstellen konnten, was diese Moglichkeit, die der
Gesetzesvorschlag IThnen gibt, fiir Sie bedeutet,
insbesondere, weil Sie auch in Ihrer Stellungnah-
me geschrieben haben, dass sich der Priifungsauf-
wand verzehnfachen wird, was eben diese Mal3-
nahme am Ende auch vielleicht bei Ihnen an Ent-
lastung bringt, aber tatsdchlich dann auch im Ver-
fahren, was es fir Sie vereinfacht.

Die zweite Frage: Der Gesetzentwurf sieht in § 9
vor, dass wir eine Ausnahme bei Personen haben,
die weniger als acht Wochen in einem sicherheits-
empfindlichen Bereich arbeiten, und fiir die auf
die Sicherheitsiiberpriifung verzichten. Kénnten
Sie dazu aus fachlicher Sicht Stellung nehmen,
inwiefern das tatsdchlich angebracht ist, bei einer
achtwochigen Beschiftigung auf eine Uberpriifung
zu verzichten, oder ob erst nach acht Wochen ein
Geheimnisverrat stattfindet? Danke.

SVe Cordula Hallmann (BfV): Herzlichen Dank
fiir die Fragen. Zum einen, was die erweiterten In-
ternetrecherchemdaglichkeiten angeht, wiirde ich
gerne kurz an Herrn Hartl ankniipfen, was die Be-
grenzung der Dauer von Speicherung angeht:
Nach der Systematik des SUG schauen wir einer-
seits in die Vergangenheit, andererseits machen
wir auch eine Prognose. Im SUG ist festgelegt,
dass wir Erkenntnisse der letzten fiinf Jahre auch
bei der Bewertung eines Risikos heranziehen kon-
nen. Insofern wire eine Begrenzung auf ein Jahr
aus meiner Sicht jetzt nicht praxisgerecht, son-
dern wir sollten schon diesen Fiinf-Jahres-
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Zeitraum nutzen. Insgesamt, das hatte ich ja auch
in meiner Stellungnahme vorgetragen, halten wir
die Internetrecherche einfach fiir ein zeitgeméBes
Mittel, denn die Aktivitdten von Personen, von
uns allen, ich sehe hier gerade auch diverse Han-
dys auf dem Tisch, verlagern sich nun einmal ins
soziale Netz. Und insofern denke ich, der Blick
ins Internet ist ein sehr wertiger.

Ich will auch nochmal zur Systematik vortragen:
Wenn wir im Internet eine sicherheitserhebliche
Erkenntnis entdecken, beispielsweise jemand pos-
tet russische Propaganda oder dulert Reichsbiir-
gernarrative, verschiedenste Sachen, dann ist das
kein Automatismus, dass ich aufgrund dieser Er-
kenntnis direkt ein Sicherheitsrisiko feststelle,
sondern es ist eine Erkenntnis, die wir dann im
Gesamtspiel bewerten. Wir begriien es auch, dass
Erkenntnisse zur Partnerin/zum Partner in die Be-
wertung generell einbezogen werden, auch bei der
U1. Das entspricht insgesamt auch der Systematik
des SUG, dass eine nahestehende Person immer
auch ein ,,durchschlagendes Risiko®, so nennen
wir das, bedeuten kann. Ich weil jetzt nicht, ob
Sie mdéchten, dass eine Person in sicherheitsemp-
findlicher Tatigkeit tdtig ist, die mit einem Partner
zusammen ist, der zu gewalttdtigen Aktionen ge-
gen die Riistungsindustrie aufruft. Ich denke, das
muss bewertet werden. Und insofern denke ich,
das ist unkritisch zu sagen: Wir machen das fiir
alle Uberpriifungsarten. Wenn ich iiber den Auf-
wand, die Verzehnfachung gesprochen habe, liegt
das einfach daran, dass wir bislang im Bereich U2,
U3 eine Ermessensvorschrift hatten. Also es war
moglich, die Recherchen durchzufiihren, jetzt ist
es eine verpflichtende Recherche, die wir sehr be-
griiBen, nur multipliziert sich das dann. Wir ha-
ben wahnsinnig viele Uberpriifungen nach U1,
nach U2, relativ wenige nach U3. Und wenn wir
jetzt jeweils die mitbetroffene Person dazu addie-
ren, ist das einfach ein Rechenexempel, dass wir
also auf knapp 100 000 Internetrecherchen kom-
men werden, die wir natirlich, weil wir sehr stark
an Digitalisierung interessiert sind, weitestmog-
lich vereinfachen wollen. Gleichwohl ist es immer
wichtig, dass ein Mensch, ein Auswerter iiber die
Ergebnisse schaut, um zu sehen, was diese Er-
kenntnis fiir die Gesamtbeurteilung der Person be-
deutet. Und insofern hatte ich eben fiir die Res-
sourcen geworben.

Zum zweiten Thema Ausnahme: Vier-Wochen-
oder Acht-Wochen-Frist? Also letztlich ist es nur
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wichtig, dass es sich um eine voriibergehende Té-
tigkeit handelt, bei der von einer Uberpriifung ab-
gesehen werden kann. Wenn es um Personen geht,
die im AuBenbereich sicherheitsempfindlicher
Liegenschaften tdtig werden, denke ich mit dem
entsprechenden Wissen, dass wir hier wir auf eine
Uberpriifung fiir einen temporiren Zeitraum, ob er
jetzt vier Wochen oder acht Wochen ist, durchaus
verzichten kénnen. Vielen Dank.

Gf. Vors. Thomas Silberhorn (CDU/CSU): Vielen
Dank, Frau Hallmann. Die ndchste Frage stellt fiir
die Fraktion BUNDNIS 90/DIE GRUNEN Herr Kol-
lege Emmerich, bitte schon.

Abg. Marcel Emmerich (BUNDNIS 90/DIE GRU-
NEN): Vielen Dank, Herr Vorsitzender. Ich habe
zwei Fragen an zwei Sachverstidndige. Einmal an
Sie, Herr Hartl, und danach an Sie, Frau Hall-
mann. Ganz grundlegend noch gesagt, ist es natiir-
lich sehr gut, dass wir das Sicherheitsiiberpri-
fungsgesetz reformieren, gerade in diesen rauen
Zeiten. Das ist ein sehr wichtiger Baustein zum
Schutz unseres Staates. Meine Frage wire zu-
nachst an Sie, Herr Hartl: Konnen Sie noch einmal
sagen, wo der Gesetzentwurf wirklich iiber das
Ziel hinausschieBt und auch Gefahr birgt, total
unverhdltnisméaBig in die Personlichkeitsrechte
von betroffenen Personen einzugreifen? Sie hatten
vorhin im Eingangsstatement schon ein paar
Punkte dargelegt, aber ich will Thnen nochmal die
Zeit dafiir geben.

Und meine andere Frage geht an Sie, Frau Hall-
mann: Sie haben vorhin gesagt, dass bei der Uber-
priifung auch Automatisierungspotenzial vorhan-
den ist. Konnen Sie erkldren, was damit gemeint
ist?

Gf. Vors. Thomas Silberhorn (CDU/CSU): Vielen
Dank. Herr Hartl, Sie diirfen die erste Frage beant-
worten.

SV Andreas Hartl (BfDI): Vielen Dank. Auf den
Punkt gebracht haben wir Bauchschmerzen bei
der Einbeziehung von mitbetroffenen Personen
und die Tiefe, zu der auch diese untersucht wer-
den sollen. Wir sind der Meinung, dass die aktu-
elle Regelung, wenn es aufgrund der Priifung An-
lass gibt, starker einzusteigen, natiirlich gerecht-
fertigt ist. Aber die Tiefe, mit der das gemacht
werden soll, geht uns zu weit.

@uch ein Punkt, der eben diskutiert wurde, die
Uberpriifung von sozialen Medien, von

21. Wahlperiode Protokoll der 13. Sitzung

vom 3. November 2025

Seite 14 von 26



Netzwerken und von Internetplattformen geht uns
in der Tiefe zu weit. Ich will vielleicht noch einen
Punkt klarstellen zu dem, was Frau Hallmann
eben gesagt hat. Unser Vorschlag bezieht sich da-
rauf, ob Netzwerke in den vergangenen zwolf Mo-
naten aktiv genutzt wurden. Wenn diese aktiv ge-
nutzt wurden in den vergangenen zwolf Monaten,
konnen diese auch retrograd, natiirlich lédnger als
einen Monat zuriick, ausgewertet werden. Es be-
zieht sich nicht auf den Uberpriifungszeitraum,
sondern auf die Frage: Wird das Netzwerk noch
tatsdchlich aktiv genutzt? Und hier eben auch die
Punkte, dass Begriffe wie ,,6ffentlich zugidnglich“
unbestimmt sind — das war eben auch schon Ge-
genstand von verschiedenen anderen Beitrdgen
von Sachverstdndigen. Die Definition von ,,sozia-
lem Netzwerk” — wann ist ein Angebot ein sozia-
les Netzwerk und wann nicht? Hier wire es gut,
wenn man im Interesse der Rechtssicherheit Klar-
heit schaffen wiirde. Und eben auch der Punkt
von ,,unbeteiligten Dritten”, dass Daten iiber diese
auch verarbeitet werden konnen, obwohl diese
unbeteiligte Geschédigte in Strafakten sind. Das
sind im Wesentlichen die Punkte, bei denen wir
auch gern bereit sind, im weiteren Gesetzgebungs-
verfahren dabei zu unterstiitzen, angemessenere
Regelungen zu finden. Danke.

SVe Cordula Hallmann (BfV): Vielen Dank fiir die
Frage. Automatisierungspotenziale — ich will drei
Punkte herausgreifen. Zum einen haben wir das
Sicherheitsiiberpriifungsverfahren insofern digita-
lisiert, dass wir digitale Sicherheitsiiberpriifungs-
akten fiihren. Sie miissen sich vorstellen, dass wir
bundesweit etwa 400 000 Personen in sicherheits-
empfindlicher Tatigkeit haben und bislang immer
Papierakten hatten. Jetzt haben wir diese Akten
digital abrufbar. Das macht das Ganze sehr viel
handhabbarer, zum Beispiel auch bei der Steue-
rung von Sicherheitsiiberpriifungen. Sie alle, also
die Bedarfstrédger, rufen haufig bei uns an und sa-
gen, hier muss das ganz schnell gehen etc. und
dann fangen wir an, sozusagen den Fall zu su-
chen, um ihn zu priorisieren. Das hat sich durch
verschiedene Datenbanken, wir haben eine Daten-
bank zur Steuerung der Sicherheitsiiberpriifungen
eingerichtet, wesentlich optimiert. Ich kann wirk-
lich punktgenau, tagesaktuell die Félle priorisie-
ren.

Ein wesentlicher Quantensprung war aus unserer
Sicht die Einfithrung der ElekSi, der sogenannten
elektronischen Sicherheitserkldrung, die
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mittlerweile auch von iiber 40 Behérden im Regel-
betrieb angewandt wird. Das ist insofern eine
groBe Erleichterung. Frither kamen die Sicher-
heitserkldarungsformulare per Papier an, mussten
abgetippt und ins System gespielt werden. Jetzt
haben wir ein strukturiertes Formular, das bei
Eingang direkt in die Datenbanken lduft, das BZR
wird automatisch angestoBen etc. Das heilt, fiir
diese Regelabfragen, die dann angestofen werden,
liegen innerhalb kiirzester Zeit die Ergebnisse vor.
Wir versprechen uns durch diese elektronische Si-
cherheitserkldarung im Weiteren eine Beschleuni-
gung der Verfahren.

Im Bereich Internetrecherchen sind wir dabei zu
iiberlegen, welche Tools uns die Arbeit erleich-
tern konnten. Bislang ist es so, dass sich der Inter-
netauswerter einen Fall vornimmt, eine Person,
und zu dieser dann in verschiedenen Internet-
plattformen einzeln abfragt. Auch da gibt es Re-
cherchetools, die allgemein anerkannt sind, die
auch Open Source Intelligence sind, wo wir die-
ses Verfahren vereinfachen konnen, indem wir ei-
nen Namen eingeben und direkt Treffer bekom-
men, um uns diese manuelle Recherche etwas zu
erleichtern. Vielen Dank.

Gf. Vors. Thomas Silberhorn (CDU/CSU): Vielen
Dank, Frau Hallmann. Fiir die Fraktion Die Linke
fragt nun der Kollege Kostering. Bitte.

Abg. Jan Kostering (Die Linke): Vielen Dank, Herr
Vorsitzender. Ich wiirde mit meinen Fragen bei
Herrn Baunack beginnen. Herr Baunack, Sie ha-
ben in Ihrer Stellungnahme erhebliche Bedenken
dagegen gedubert, die Herkunft von Beschéftigten
in sicherheitsempfindlichen Bereichen zum An-
lass zu nehmen, von einem erhdhten Sicherheits-
risiko etwa durch Erpressbarkeit auszugehen.
Konnen Sie vielleicht einmal aus Ihrer anwaltli-
chen Praxis in der natiirlich gebotenen Abstrakt-
heit Féalle schildern, in denen eine Sicherheits-
iiberpriifung an der Herkunft zu scheitern droht,
obwohl dem Betroffenen konkret nichts vorzuwer-
fen ist? Und muss mit einem derart ausgestalteten
Gesetz dann auch davon ausgegangen werden,
dass bei erneut angeschlossenen Sicherheitsiiber-
priifungen dann vermehrt aktuell sicherheitsiiber-
priiften Menschen der Jobverlust droht, weil nach
den neuen Kriterien die urspriingliche Sicher-
heitsfreigabe nicht mehr erlangt wird? Und wie
bewerten Sie dies arbeitsrechtlich, gerade wenn
eben nicht eine Neueinstellung an der
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Sicherheitsiiberpriifung scheitert, sondern eine
Weiterbeschéftigung wegen einer abgelehnten Er-
maéchtigung nicht mehr méglich ist? Vielen Dank.

SV Sebastian Baunack (dka Kanzlei): Vielen Dank
fiir die Frage. Dazu mochte ich gern Stellung neh-
men. Wir haben tatsdchlich eine deutlich ausge-
weitete Zahl von Beschiftigungsverhéltnissen, die
wegen Sicherheitsiiberpriifungen unter Druck ste-
hen. Das liegt vielleicht an der verschérften Si-
cherheitslage. Es liegt aber auch an der verdnder-
ten Praxis der Behorden, aber auch der privaten
Arbeitgeber. Wir haben héufig Fille, dass Beschaf-
tigte Angehorige in Risikostaaten haben. Das liegt
daran, dass wir eine Migrationsgesellschaft sind,
dass wir in den letzten Jahren viel Zuzug aus dem
Nahen Osten hatten, auch aus der Ukraine, dass
die Leute aus guten Griinden hierhergekommen
sind, weil sie vor Krieg und Verfolgung geflohen
sind und hier arbeiten mochten, hier arbeiten und
sich hier in Bereichen einbringen, die wichtig fiir
unser Gemeinwesen sind. Ich gebe ein Beispiel:
Ich habe eine Mitarbeiterin, die IT-Dienstleistun-
gen erbringt. Sie kommt aus einem Staat im Na-
hen Osten und ist von dort aufgrund religioser
Verfolgung geflohen. Und nun kam die Sicher-
heitsiiberpriifung und sie gab dort an, Geschwister
in dem Staat zu haben. Ob die noch leben oder
nicht, weib sie gar nicht. Sie denkt, die Geschwis-
ter sind auch geflohen, kann das aber nicht nach-
weisen. Was machen wir? Der Beschéftigungsge-
ber beendet das Arbeitsverhiltnis, sagt, wir kon-
nen sie nicht mehr beschéftigen, weil es ein Si-
cherheitsrisiko gibt. Die Darlegungs- und Beweis-
last liegt bei ihr. Sie kann das aber nicht bewei-
sen. Wie soll sie denn beweisen, dass sie gar keine
Geschwister in dem Land im Nahen Osten mehr
hat? Sie denkt, die sind alle geflohen. Und da-
durch verliert sie ihr Beschaftigungsverhaltnis.
Das fiihrt zu einem riesigen Ungerechtigkeitsge-
fiihl, weil sie sich hier doch extra eingebracht hat,
eine Ausbildung gemacht hat, sich ein Beschafti-
gungsverhéltnis gesucht hat, wo sie sich voll ein-
bringen kann, wo sie am demokratischen Gemein-
wesen mitwirken kann. Und jetzt verliert sie ihren
Beruf — weswegen? Wegen etwas, worauf sie kei-
nen Einfluss hat. Die Rechtsprechung sagt, wir
brauchen mehr als eine abstrakte Gefdhrdung. Wir
brauchen eine konkrete Gefahr. Und ich denke,
hier ist ein Ansatzpunkt. Hier muss der Gesetzge-
ber tédtig werden. Es reicht nicht zu sagen, na ja,
der Arbeitgeber, der Dienstherr hat einen
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Beurteilungsspielraum, ob er da ein Sicherheitsri-
siko feststellt oder nicht. Das kann auch gericht-
lich nicht verniinftig iiberpriift werden. Aber das
muss gerichtlich voll iiberpriifbar sein. Da muss
der Gesetzgeber titig werden.

Das Bundesverwaltungsgericht sagt, bislang ist es
so: Beurteilungsspielraum, eingeschriankte Uber-
priifbarkeit. Das fiihrt zu einem groBen Problem.
Nehmen wir mal das BAMF. Der Gesetzgeber hat
das Asylgesetz gedndert, hat eingefiihrt, dass beim
BAMF nach § 5 Absatz 6 Asylgesetz jeder Be-
schiftigte, jede Beschiftigte einer Sicherheitsiiber-
priifung unterzogen werden muss. Das betrifft
alle, die dort arbeiten. Dort arbeiten aber ganz
viele Menschen mit Migrationshintergrund, ge-
rade weil das BAMF Menschen sucht, die die ent-
sprechenden Sprachen kennen, die auch das Hin-
tergrundwissen haben. Wozu soll das denn fiih-
ren, wenn die jetzt alle ihre Beschéftigungsver-
héltnisse verlieren, weil sie da noch Angehorige
haben, und nicht nur sie, vielleicht auch noch,
jetzt soll es ja ausgeweitet werden, ihre Ehepart-
ner, ihre Lebensgefdhrtinnen und -gefdhrten. Ist
das Giberhaupt hinreichend bestimmt? Lebensge-
fahrte, ab wann bin ich denn Lebensgefidhrte? Wie
verstetigt muss es denn sein? Ich will sagen: Hier
gibt es eine riesige Rechtsschutzliicke fiir die Be-
schiftigten. Die Beschiéftigten sind darlegungs-
und beweisbelastet fiir ihre Eignung, dieser Pflicht
konnen sie nicht nachkommen, es braucht eine
volle gerichtliche Uberpriifbarkeit, und das muss
der Gesetzgeber sicherstellen. Danke.

Gf. Vors. Thomas Silberhorn (CDU/CSU): Vielen
Dank. Wir kénnen in eine zweite Fragerunde star-
ten. Fiir die CDU/CSU-Fraktion fragt der Kollege
Oest, bitte schon.

Abg. Florian Oest (CDU/CSU): Vielen Dank. Ich
wiirde meine Frage auf das Bundesbeamtengesetz
ausrichten und gern an Sie richten, Herr Teggatz,
und zwar verbunden: Wie beurteilen Sie die Ver-
einbarkeit der geplanten Fiktionsregelung mit der
Fiirsorgepflicht des Dienstherrn und dem Rechts-
staatsprinzip? Und daran vielleicht anschlieBend:
Welche Risiken sehen Sie bei einer automatisier-
ten Festsetzung von Beihilfeleistungen, ganz be-
sonders hinsichtlich der Priifqualitdt, Gleichbe-
handlung und Fehleranfilligkeit?

SV Heiko Teggatz (dbb): Vielen Dank fiir die
Frage. Zum einen: Beihilfe ist ja Teil der Alimen-
tation von Beamtinnen und Beamten. Das heiBt,
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genauso wie die Beziige gehort auch die Beihilfe
mit dazu. Das ist klassisch in der Sparte Fiirsorge
anzusiedeln, gar keine Frage. Durch die Fiktions-
regelung wird es hoffentlich gelingen, dass Kolle-
ginnen und Kollegen, oftmals auch gerade in den
niedrigeren Besoldungsgruppen, nicht mehr so
lange warten, um das vorverauslagte Geld fiir die
Krankenbehandlung erstattet zu bekommen — da-
rum geht es ja hier im Prinzip. Jedem Beamten
und jeder Beamtin muss es mdglich sein inner-
halb der Mahnfristen der Krankenh&user und
Arzte seine Rechnung zu bezahlen. Und das ist im
Moment eben gerade nicht mehr gewihrleistet.
Das Bundesverwaltungsamt gibt sich die grofite
Miihe in der Beihilfeabarbeitung, aber aufgrund
der Vielzahl der Félle stoBen die Kolleginnen und
Kollegen an ihre Grenzen und umgekehrt warten
auch diejenigen, die die Beihilfe beantragen, teil-
weise ungerechtfertigt lange auf ihre Erstattung.

Zur zweiten Frage, die automatisierte Festsetzung.
Beihilfe ist immer noch abhédngig von dem Beihil-
feantrag, den der Beamte oder die Beamtin letzt-
endlich beim Dienstvorgesetzten stellt. Es gibt
aber Moglichkeiten, den Prozess ein wenig zu be-
schleunigen, zu entbiirokratisieren, zu digitalisie-
ren und damit natiirlich auch erheblich anwen-
derfreundlicher und bearbeitungsfreundlicher zu
gestalten. Das machen einige Lander, Nordrhein-
Westfalen zum Beispiel. Da ist diese Beihilfe-App,
wie sie auch beim Bund lduft, sehr gut in die Sys-
teme integriert worden. Bei uns beim Bund sind
wir da leider derzeit noch bei 20 Prozent. Insofern
gehe ich davon aus, dass eine weitere Digitalisie-
rung, so wie das der Koalitionsvertrag auch vor-
sieht, dann eine beschleunigte Abrechnung der
Beihilfe moglich macht. Ich mochte an dieser
Stelle noch einmal auf die Tatsache eingehen,
dass aufgrund der demografischen Entwicklung
im offentlichen Dienst — und ich spreche jetzt mal
die grobte Sicherheitsbehorde Deutschlands an —
bei der Bundespolizei in naher Zukunft sehr viele
Kolleginnen und Kollegen aus der Heilfiirsorge in
die Beihilfe wechseln werden. Das heilit also auch
dort werden wir uns darauf einstellen miissen,
dass die Antragsflut auf Beihilfe in den nédchsten
Jahren extrem steigen wird. Und wie gesagt, um
dem vorzubeugen, halte ich genau diese Fiktions-
regelung fiir dringend geboten und auch in der
vorgesehenen Zeit fiir dringend geboten. Herzli-
chen Dank.

Innenausschuss

Gf. Vors. Thomas Silberhorn (CDU/CSU): Vielen
Dank, Herr Janich. Sie diirfen die nidchste Frage
fiir die AfD-Fraktion stellen.

Abg. Steffen Janich (AfD): Vielen Dank. Ich wiirde
zwei Fragen an Herrn Professor Huber stellen.
Herr Huber, wie stellt sich das SUG denn eigent-
lich arbeitsrechtlich dar? Erstens in Bezug auf pri-
vatrechtliche Arbeitsschutzklagen und zweitens
auf verwaltungsrechtliche Kontrollmechanismen?
Vielleicht konnen Sie dazu etwas ausfiihren. Vie-
len Dank.

SV Prof. Dr. iur. Hansjorg Huber M.A. (HS Zittau
/Gorlitz): Vielen Dank fiir die Frage. Lassen Sie
mich noch einen Satz zu meiner letzten Antwort
verlieren. Da hatte ich ja versucht darzustellen,
dass es unbestimmte Rechtsbegriffe gibt, von de-
nen ich annehmen oder folgern mochte, dass
Dienste diese unbestimmten Rechtsbegriffe an-
wenden, indem sie dort Ermessen austiiben, ob-
wohl sie dort nur Beurteilungsspielrdume gegen
null hatten. Das heifit, dass eine Sicherheitsiiber-
priifung unzuldssig ausgeweitet wird.

Zur Frage, was das Arbeitsrecht angeht, wird von-
seiten des SUG in keiner Weise Stellung bezogen.
Und was der Kollege Baunack gesagt hat, ist ja
nicht nur in Bezug auf diejenigen, die Arbeiten
ausfiihren, nicht unbedenklich, sondern Sie miis-
sen auch iiberlegen, dass diejenigen Betriebe, die
Arbeitnehmer beschiéftigen, die sicherheitsrele-
vante Aufgaben zu {ibernehmen haben, dass diese
Betriebe dann, wenn Sicherheitsiiberpriifungen
positiv ausfallen, {iberlegen miissen, wie man ar-
beitsrechtlich mit diesen Mitarbeitern umgeht.
Wenn Sie jetzt diese Sicherheitspriifung haben,
bevor diese Leute eingestellt werden, dann kon-
nen Sie diesen Einstellungsvorgang abbrechen.
Wenn diese Mitarbeiter bereits beschaftigt sind,
dann stellt sich die Frage, wie denn dieses Ar-
beitsrechtsverhéltnis weitergefiihrt werden kann.
Wird es beendet? Werden Mitarbeiter auf nicht si-
cherheitsrelevante Positionen versetzt? Also es
gibt da verschiedene Dinge. Aber lassen Sie uns
einmal den Fall {iberlegen, wenn Mitarbeiter ent-
lassen werden miissen: Dann miissen diese Be-
triebe in privatrechtlicher Hinsicht eine Entlas-
sung vornehmen, eine einvernehmliche Kiindi-
gung ist unter Umstdnden auch moglich. Wenn
aber dieser Mitarbeiter dann die Arbeitsgerichte
bemiiht, dann wird es in der Regel, wie man es
vom Arbeitsrecht kennt, darauf hinauslaufen, dass

21. Wahlperiode Protokoll der 13. Sitzung

vom 3. November 2025

Seite 17 von 26



Sie Vergleiche schliefen, dergestalt, dass dann
Lohne gezahlt werden und Mitarbeiter ausschei-
den. Es gibt also hier ein groBes Kostenrisiko fiir
die private Wirtschaft im Hinblick auf die Aus-
weitung des SUG. Es kann in der Tat sein, dass
Sie eine groBere Zahl von Mitarbeitern haben, die
ausscheiden und die dann den Arbeitsgerichtspro-
zessen ihr Recht geltend machen. Dies ist aber nur
die privatrechtliche Seite.

Lassen Sie mich kurz auf die 6ffentlich-rechtliche
eingehen: Wenn Mitarbeiter diese Entlassung
nicht tragen wollen, diese Einschédtzung durch die
Dienste nicht akzeptieren, dann haben sie natiir-
lich im Rechtsstaat auch die Moglichkeit, sich ge-
gen diese Einschédtzung zu wehren. Solange diese
Einschétzung iiberpriift wird, ist sie auch nicht
wirklich bestandskréftig, nicht rechtskraftig. Sie
ist schwebend. Wie wollen Sie diese Uberpriifung
durch die Verwaltung selbst und Verwaltungsge-
richte dann arbeitsrechtlich iiberbriicken? Sagen
Sie dann, ein Mitarbeiter wird vorldufig nicht wei-
terbeschiftigt, er wird vorldufig nicht fiir Sicher-
heitsaspekte eingesetzt, bis 6ffentlich-rechtlich ge-
klart ist, ob die Einstufung wirklich stimmt? All
dies wird vom SUG nicht beriicksichtigt. Vielen
Dank.

Gf. Vors. Thomas Silberhorn (CDU/CSU): Danke
schon. Fiir die SPD-Fraktion liegt das Fragerecht
bei Herrn Baldy.

Abg. Daniel Baldy (SPD): Vielen lieben Dank. Ich
habe zwei Fragen. Die erste geht an Herrn Schot-
ten: Sie haben in Ihrer Stellungnahme und auch
im Eingangsstatement die Modernisierung und die
Digitalisierung des Verfahrens eingefordert. Bitte
stellen Sie einmal kurz dar bzw. konkretisieren
Sie, was Sie sich konkret vorstellen bzw. win-
schen wiirden, damit diese Verfahren auch seitens
der Wirtschaft schneller vorangehen.

Die zweite Frage richtet sich nochmal an Sie, Frau
Hallmann: Wir haben in einigen Stellungnahmen
schon das Thema der Dauer der Sicherheitsiiber-
priifung gehort. Herr Vielhaack, Sie hatten, glaube
ich, angemerkt, sechs bis acht, neun Monate ist
die Dauer, die es manchmal braucht. Kénnten Sie
da vielleicht einen kurzen Uberblick geben, wie
lange die Sicherheitsiiberpriifungen aktuell dau-
ern und vielleicht perspektivisch, was Sie sich
auch jetzt mit dem vorliegenden Gesetz an Dauer
vorstellen, was seitens der Behérden moglich ist?
Danke schon.

Innenausschuss

SV Giinther Schotten (VSW Bundesverband): Vie-
len Dank fiir die Frage. Was verstehen wir unter
Digitalisierung? Was wiirde sich die Wirtschaft
wiinschen? Eine vollstdndige Digitalisierung des
gesamten Antrags- und Priifungsprozesses, also
inklusive elektronischer Antragstellung und der
durchgingigen digitalen Aktenfiihrung analog zu
bestehenden Systemen wie ELSE beim BAMAD
oder ElekSi beim BfV. Ansétze hierzu finden sich
zwar im § 20 des SUG neu, wie die §§ 18 und 6
SUG, aber eine vollstindige Prozessdigitalisierung
wird zum gegenwartigen Zeitpunkt noch nicht re-
alisiert. Wir schlagen daher folgende Anpassung
des § 12 Absatz 1 Nummer 5 im Sicherheitstiber-
priifungsgesetz vor: Die Sicherheitsakte und die
Sicherheitsiiberpriifungsakte sind vollstdandig di-
gital zu fithren. Die Antragstellung und Kommuni-
kation erfolgen ausschlieBlich elektronisch iiber
ein sicheres Behdrdenportal, die Nutzung sicherer
digitaler Kommunikationsverfahren, zum Beispiel
verschliisselte E-Mails, anstelle des derzeit hdufig
noch papierbasierten Postweges, um Riickfragen
schneller und effizienter zu kldren. Das wiren die
Forderungen, so, wie wir es verstehen und im
Sinne der Digitalisierung befiirworten wiirden.
Danke schon.

Gf. Vors. Thomas Silberhorn (CDU/CSU): Vielen
Dank, Herr Schotten. Frau Hallmann, bitte.

SVe Cordula Hallmann (BfV): Vielen Dank. Ich
habe gerade meinen Blick in unsere regelmébBige
Berichterstattung an das Parlamentarische Kon-
trollgremium geworfen. Dort berichten wir regel-
maébig tiber die Verfahrensdauern. Stand jetzt im
Sommer, kann ich sagen, ich rekurriere jetzt ein
bisschen auf die Erstantrédge, also bevor eine Per-
son erstmalig in sicherheitsempfindliche Tadtigkeit
kommt: Da brauchen wir derzeit fiir eine einfache
Sicherheitsiiberpriifung nach U1 im Median 3,3
Wochen, bei einer U2 derzeit 4,7 Wochen. Das ist
aus unserer Sicht schon ein sehr akzeptabler Zeit-
raum. Das ist wie gesagt ein Durchschnittswert.
Ich muss dazu sagen, immer wenn sicherheitser-
hebliche Erkenntnisse auftreten, hat das nattirlich
Auswirkungen auf die Dauer. Es ist der Durch-
schnittswert und ich kann sagen, dass Fille ohne
jegliche Erkenntnisse wesentlich schneller abge-
schlossen werden. Das Nadel6hr ist sicherlich die
U3. Man muss aber sehen, die U3 betrdagt im Ver-
héltnis zum Gesamtvolumen etwa 5 Prozent aller
Sicherheitsiiberpriifungen. In diesem kleineren
Teil der U3 haben wir eine wesentlich héhere
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Verfahrensdauer von derzeit 41 Wochen im Me-
dian. Da wollen wir, das hat auch das Parlamenta-
rische Kontrollgremium gefordert, auf sechs Mo-
nate kommen. Da ist natiirlich die Thematik, dass
wir Ermittlungen immer durchfiihren, die regel-
maébig recht zeitaufwendig sind. Auch da haben
wir digitalisiert. Wir fiithren jetzt in 25 Prozent der
Félle — mit steigender Tendenz — Video-Befragun-
gen durch, das ist ja mittlerweile auch Mittel der
Wahl. Gleichwohl kann ich da nicht sicher prog-
nostizieren, wie schnell sich die U3 tatsidchlich
beschleunigen werden. Insgesamt sehe ich bei der
Prognose mit der weiteren Digitalisierung, gesetzt
den Fall, wir haben eine gute personelle Ausstat-
tung fiir die neuen Regelungen, weiteres Be-
schleunigungspotenzial.

Gf. Vors. Thomas Silberhorn (CDU/CSU): Vielen
ank, Herr Kollege Erpmerich. Fur die Fraktion
BUNDNIS 90/DIE GRUNEN diirfen Sie erneut fra-
gen.

Abg. Marcel Emmerich (BUNDNIS 90/DIE GRU-
NEN): Danke schon. Ich habe eine Frage an Herrn
Manns. Wir haben gerade eben schon von Frau
Hallmann gehort, was diese Vier- bzw. Acht-Wo-
chenfrist bedeutet. Sie hatten in Threr Stellung-
nahme auch noch darauf abgehoben, dass es auch
in regelmébigen Abstdnden natiirlich Sicherheits-
iiberpriifungen braucht und erneute Priifungen
stattfinden miissen. In welchen Intervallen sollten
denn bei den jeweiligen Sicherheitsiiberpriifun-
gen eins bis drei (U1 bis U3) erneute Priifungen
stattfinden? Haben Sie da einen Regelungsvor-
schlag?

Dann hitte ich noch einmal an Sie, Frau Hall-
mann, die Frage, weil Sie jetzt auf die Frage des
Kollegen Baldy vorhin gemeint haben, acht Wo-
chen wire vertretbar, was kann man dann in der
Zeit machen? Welche Aufgaben hat man? Wie
wird verhindert, dass in dieser Zeit nicht irgend-
welche Karten abgezogen oder Daten oder sonsti-
ges sicherheitsrelevantes Material oder Informati-
onen mitgenommen werden kénnen? Haben die
Leute iiberhaupt einen digitalen Zugang zu irgen-
detwas? Haben die einen Computer? Das ist schon
eine wichtige Frage, wenn man sagt, acht Wochen
sind kein Problem. Haben die Betroffenen dann
trotzdem die gleichen Befugnisse und Zugénge
wie Leute, die vielleicht acht Wochen danach da
sind? Oder wie verhélt sich das?

Innenausschuss

SV Luca Manns M.A., LL.M. (Universitat Koln):
Vielen Dank. Ich beginne vielleicht mit der Frage
zu den Wiederholungen. Wir miissen zwischen
den Fragen, wie oft ich meine Sicherheitserkla-
rung aktualisieren muss und wie oft eine wirkli-
che Wiederholungspriifung durchgefiihrt wird,
unterscheiden. Die Aktualisierung der Erkldarung
verliert ein bisschen an Relevanz durch die dauer-
haften Nachberichtspflichten, die Sie jetzt einfiih-
ren. Das muss man, glaube ich, offen sagen. Ge-
rade die Verbindungen zu Vereinigungen, die erst
eingestuft werden, die ins Blickfeld geraten sind,
oder auftretende Kontakte sind eben relevant. Das
regeln Sie jetzt. Das ist, glaube ich, in Ordnung.
Ob man da bei den fiinf Jahren bleibt oder runter-
geht, das kann man dann irgendwie bewerten.
Was, glaube ich, zu lang ist, ist, dass wir eine
starre Frist von zehn Jahren fiir die Wiederho-
lungspriifung in Gdnze haben. Ich weil}, das sorgt
jetzt wieder, gerade auch beim BAMAD, die ja
auch ganz viele SUs haben, fiir Arger — aber es ist
halt so. Wir haben nicht mehr die 70er-Jahre, wo
jemand, der irgendwie Antikommunist ist, kaum
auf einmal Kommunist wird. Aber heute, tiberle-
gen Sie einmal: Sie haben jemanden, der vor zehn
Jahren eine SU hat, also eine U3 zum Beispiel. Es
wurden die Nachbarn befragt, die Freunde, wie
der denn so drauf ist. Es gibt dann in Zukunft In-
ternet-Recherchen, nach der aktuellen Rechtslage
gibt es die auch teilweise schon, danach ist nichts
gefunden worden. Dazwischen war die Fliicht-
lingskrise, es sind viele abgedriftet. Da war Coro-
na, da war der Ukraine-Krieg. Wir sehen doch
ganz, ganz viele Fille, wo genau diese Dinge aus-
schlaggebend waren. Ob das jetzt zwei Jahre oder
drei Jahre sein sollen, das ich kann Ihnen nicht sa-
gen. Am Ende miissen Sie das personell hinkrie-
gen. Sie haben die Fristen, die Sie alle kennen,
und niemandem ist geholfen, wenn wir das so
hochjazzen, dass iiberhaupt niemand mehr dran-
bleibt. Weil wir auch sehen miissen, dass gerade
bei der U3 auch Leute verloren gehen. Die Dienste
suchen ja Leute. Die BND-Kampagne ist ja allen
bekannt. Aber die Kampagne ist aus der Not her-
aus geboren. Und wenn wir jetzt sagen, wir ma-
chen das so héufig, dass wir mit den Wiederho-
lungspriifungen auch die Erstpriifungen verzo-
gern, haben wir auch nichts gewonnen. Da muss
man driiber nachdenken. Aber ich will ein Gefiihl
dafiir schaffen, dass wir in einer anderen Zeit le-
ben und immer noch einmal dariiber nachdenken
miissen, ob die Dinge, wie wir sie tun,
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angemessen sind. Warum will denn die Bundes-
wehr jetzt auf die Zuverlassigkeitspriifung gehen?
Weil sie nicht starr ist. Vielleicht kénnen wir sol-
che Wiederholungspriifungen auch unstarrer
bauen. Also Internetrecherche ja, bei der U3 die
Ermittlungen, aber den Rest lassen wir weg. Also
irgendwie so, dass wir schauen, dass wir zumin-
dest einen Teil der Erkenntnisquellen gewinnen.
Jetzt habe ich, glaube ich, Ihre andere Frage nicht
beantwortet. Aber okay.

SV Cordula Hallmann (BfV): Zur Frage der Acht-
Wochen-Frist. Ich wiirde gerne auch noch mal zur
Systematik des SUG ausfiihren, dass die zustin-
dige Stelle Sicherheitsiiberpriifungen bei uns, bei
der mitwirkenden Behdrde, beauftragt. Das heil3t,
ich entscheide nicht, ob eine Sicherheitsiiberprii-
fung unterbleiben kann oder nicht, sondern das
macht die zustdndige Stelle. Was wenn die zu-
stindige Stelle zu dem Schluss kommt, dass sie
fiir diese temporéare Beschiftigung keine Sicher-
heitsiiberpriifung beantragt? Jetzt steht in der Ge-
setzesdnderung beispielsweise auch drin, dass die
nicht iberpriifte Person durch eine tiberpriifte
Person stdndig begleitet wird. Aus meiner Sicht
obliegt es tatsdchlich der zustdndigen Stelle, eine
Risikoabwigung vorzunehmen: Ist die Tétigkeit
unaufschiebbar und wie sensibel ist sie? Ich
wiirde keine nicht {iberpriifte Person fiir Kern-inf-
rastruktur, IT-Administration etc. einsetzen. Aber
wie gesagt, das ist ein Spielraum, den die zustédn-
digen Stellen haben, zwischen dringender Erledi-
gung der Tatigkeiten und Einleitung des Verfah-
rens abzuwégen.

Gf. Vors. Thomas Silberhorn (CDU/CSU): Vielen
Dank, Herr Kostering. Sie diirfen fiir die Links-
fraktion nochmals fragen.

Abg. Jan Kostering (Die Linke): Vielen Dank, Herr
Vorsitzender. Ich wiirde mich wieder an Sie, Herr
Baunack, wenden. Da es aus der Sicherheitsiiber-
priifung und ihren Ergebnissen unmittelbare Aus-
wirkungen auf die Arbeits- und Einsatzfihigkeit
eines Beschiéftigten geben kann und das damit ei-
nen Eingriff in Artikel 12 und 33 Grundgesetz dar-
stellt, dréngt die Frage nach den Rechtsschutz-
moglichkeiten: Wie bewerten Sie diese im vorlie-
genden Gesetzentwurf? Und wie kénnen sie noch
verbessert werden? Und damit vielleicht auch ver-
bunden, wie bewerten Sie das Risiko von Fehl-
schiissen und den Manipulationsmoglichkeiten
im Rahmen der Bildersuche im Internet, wenn

Innenausschuss

Deepfakes oder gezielte im Netz platzierte Bilder
in Umlauf gebracht werden, um einzelne Sicher-
heitsiiberpriifungen gezielt zu sabotieren?

SV Sebastian Baunack (dka Kanzlei): Vielen
Dank. Wir haben hinsichtlich der Rechtsschutz-
moglichkeiten ein Problem, gerade bei den Tarif-
beschiftigten, also bei den Arbeitnehmerinnen
und Arbeitnehmern. Denn dort darf die Arbeitsge-
richtsbarkeit gar nicht iiberpriifen, ob die Feststel-
lung eines Sicherheitsrisikos rechtméBig erfolgt ist
oder nicht. Das Bundesarbeitsgericht hat 2007, vor
fast schon 20 Jahren, entschieden, dass das nur
die Verwaltungsgerichtsbarkeit darf. Das heif}t, fir
die Arbeitsgerichtsbarkeit steht das Sicherheitsri-
siko erst einmal fest, damit muss es arbeiten und
daraus folgt dann natiirlich die personenbedingte
Kiindigung oder die Auflosung des Arbeitsverhalt-
nisses. Auch wenn dann zwei Jahre spéter — die
Verwaltungsgerichtsbarkeit geht ein bisschen ge-
maéchlicher vor als die Arbeitsgerichtsbarkeit —
festgestellt werden sollte, dass die Feststellung
des Sicherheitsrisikos gar nicht rechtméBig erfolgt
ist. Das heif3t, die Leute stehen erst einmal auf der
StraBe. Genauso hat man es aber auch bei den Be-
amtinnen und Beamten, die haben natiirlich die
Moglichkeit auf gleichen Zugang zum 6ffentlichen
Amt aus Artikel 33 Absatz 2 Grundgesetz, und
zwar nicht nur die deutschen Staatsbiirgerinnen
und Staatsbiirger, sondern auch die Unionsbiirge-
rinnen und Unionsbiirger. Aber da miissen sie in
diesem Verfahren ihre Eignung, und dazu gehort
natiirlich auch die Sicherheitseignung, darlegen
und beweisen. Und wenn sie das nicht konnen,
geht das zu ihren Lasten. Das konnen sie aber gar
nicht, weil sie tiberhaupt nicht darlegen kénnen,
wie im Zweifel die mitwirkende Behdrde zu ihren
Ergebnissen gekommen ist. Und wenn sie das
nicht kénnen, dann sind sie faktisch ausgeschlos-
sen. Effektiver Rechtsschutz ist so kaum mdglich.
Ergidnzend dazu noch einmal: Das Bundesverwal-
tungsgericht geht von einem Beurteilungsspiel-
raum der Behdérde aus. Diesen Beurteilungsspiel-
raum darf es so nicht geben, wenn man Artikel 19
Absatz 4 Grundgesetz ernst nimmt. Wenn es effek-
tiven Rechtsschutz geben soll, dann muss die
Feststellung des Sicherheitsrisikos folgerichtig
iiberpriifbar sein, und zwar nicht nur durch die
Verwaltungsgerichtsbarkeit, sondern auch durch
die Arbeitsgerichtsbarkeit.

Gf. Vors. Thomas Silberhorn (CDU/CSU): Wir ha-
ben nun die Gelegenheit zu einer dritten
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Fragerunde und die wird auch in Anspruch ge-
nommen. Fiir die CDU/CSU-Fraktion, Herr Kol-
lege Henrichmann, bitte schon.

Abg. Marc Henrichmann (CDU/CSU): Vielen
Dank. Ich hétte zwei Fragen an Herrn Manns, und
zwar haben Sie ja in der ersten Runde, in der
zweite ging um etwas anderes, sonst hétten Sie es
da sicherlich auch getan, sehr fein zwischen den
rechtsstaatlichen Erfordernissen, die mit diesem
Gesetz, dem SUG, verbunden sind, auf der einen
Seite und auf der anderen Seite der Grundrechts-
thematik, die natiirlich sensibel ist, abgewogen.
Jetzt klang zwischendurch an, ich will nicht sagen
ein ,,Willkiir-Vorwurf*, aber insbesondere von
den Diensten, unbestimmte Rechtsbegriffe, dass
die vielleicht nicht justiziabel seien, das Wort
,Delegitimierung” fiel in diesem Zusammenhang.
Ich wiirde Sie gern bitten, das einmal einzuord-
nen.

Das Zweite bezieht sich auf die zweite Frage aus
der ersten Runde, Stichwort Einbeziehung ande-
rer, wenn man so will, Erkenntnisquellen, Waffen-
recht, Gewerbeordnung, Luftsicherheitsrecht. Sie
hatten eine Bemerkung gemacht, die ich nicht so
richtig einordnen konnte, da ging es um die An-
gabe von Information, Stichwort ,,Fragebogen®.
Ich wiirde Sie bitten, zu konkretisieren, was Sie
da gemeint haben. Auf der einen Seite hat sich der
Koalitionsvertrag das Doppelerhebungsverbot von
Daten als Ziel gesetzt, und dazu kénnte man unter
Biirokratieabbau und Effizienzgesichtspunkten si-
cherlich vieles sagen, aber es sind ja Sicherheits-
behdrden in den besagten Themenfeldern schon
damit betraut gewesen, also zumindest, selbst
wenn man sagt, die Selbstauskunft liegt nicht vor,
aber diese Informationen, Verfassungsschutzinfor-
mationen und Co., die gibt es ja. Sehen Sie da Po-
tenzial, das einfliefen zu lassen, um die Entlas-
tung und damit auch die Beschleunigung der Ver-
fahren voranzutreiben?

SV Luca Manns M.A., LL.M. (Universitat Koln):
Vielen Dank. Ich fange mit der Frage nach den un-
bestimmten Rechtsbegriffen an und muss Profes-
sor Huber so ein bisschen widersprechen: Wir ho-
ren das héufiger, gerade auch betreffend diesen
ungliicklichen Begriff der ,,Delegitimierer”. Der
heiBt ja in Génze ,,verfassungsschutzrelevante De-
legitimierung des Staates” und die Verfassungs-
schutzrelevanz hat man extra als Label gebaut, um
zu sagen, das ist keine erfundene Kategorie,
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sondern wir orientieren uns natiirlich am Bundes-
verfassungsschutzgesetz (BVerfSchG). Es gibt im
BVerfSchG kein Links, kein Rechts, keinen Is-
lamismus. Es gibt Bestrebungen gegen die freiheit-
lich-demokratische Grundordnung, die sind in

§§ 3 und 4 BVerfSchG geregelt, die sind durch die
Gerichte ausgeformt, die sind gerichtlich bestatigt,
dazu haben wir hunderttausende Entscheidungen.
Wir wissen, dass der Volksbegriff teilweise darun-
terfallt, wir haben diese ganzen Ableitungen. Nie-
mand in der Justiz hat je gesagt, das ist uns aber
zu unbestimmt, sondern ich habe eben ganz viele
Gefdahrdungen fiir die FDGO (freiheitlich-demo-
kratische Grundordnung), gerade deswegen be-
schreibe ich sie nicht im Gesetz. Wiirde ich sie be-
schreiben, wiéren sie abschliefend. Diese Kategori-
sierung ,rechtsextremistischer Verdachtsfall®,
»gesicherter Reichsbiirger”, whatever, das sind in-
terne Behordenlabel, damit eine Behorde arbeiten
kann, wenn sie zum Beispiel einen Referenten
hat, der das eine Thema kann und das andere
Thema vielleicht nicht so gut — das hat iiberhaupt
keine Relevanz. Und die Gerichte haben aner-
kannt, dass gerade, weil da keine rechtliche
Schwelle ist, es aber der Erkldarung der Bevdlke-
rung dient, sogar Begriffe wie ,, Extremist” statt

, Verfassungsfeind“ zuléssig sind; da gibt es aber
Leute wie Herrn Mollers, die das auch nicht mo-
gen. Long story short: Das ist iiberhaupt kein Prob-
lem, so funktioniert eben Verfassungsschutzrecht.

Zu Ihrer anderen Frage: Ja, klar, wenn ich jetzt
eine unbeschriankte Registerauskunft einhole oder
wenn ich eine Abfrage im Nachrichtendienstli-
chen Informationssystem (NADIS) mache, habe
ich die ja gemacht und wenn die jetzt noch halb-
wegs aktuell ist, dann muss ich die nicht noch
einmal machen, dann ist das ja relativ nahelie-
gend. Jetzt ist die Frage: Habe ich alle Erkenntnis-
se gewonnen? Ich habe natiirlich in der Sicher-
heitserkldarung auch zum Beispiel, wenn es eine
Namensédnderung gab oder so etwas, (zusétzliche)
Informationen, aber ich glaube schon — dafiir ist
Frau Hallmann eher die Expertin —, dass man die
Sachen im Schnitt weiterverwenden konnte. Jetzt
habe ich gerade gehort, das war auch schon vorher
meine Schwingung, dass diese Abfragen schnell
gehen. Diese Abfragen sind nicht das Problem.
Das Problem ist, wenn ich eine Reise in ein be-
stimmtes Land plane oder eine Verwandtschafts-
beziehung oder Kontakte zu einem Extremisten
habe. Oder bei der U3, da muss ich die
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Sicherheitsermittlungen durchfiihren. Das heift,
gerade die Teile, die aufwendig sind, wiirden
durch diese Doppelverwertung nicht ersetzt. Das
widerspricht ihr jetzt aber auch nicht. Man muss
nur bei der Frage des Mehrwerts realistisch sein.
Dann kann man natiirlich sagen, ja, es geben jetzt
nicht zwei Behorden in NADIS ein, aber wenn Be-
horde 2 weil}, dass Behérde 1 nichts gefunden hat,
ist auch die Frage, ob da wirklich Datensparsam-
keit generiert wird. Ich glaube, da ist nicht viel zu
holen. Die Idee war ja auch eher in der Richtung:
Wir machen in der SU ganz viele Abfragen, die ihr
in einem anderen Verfahren auch macht — lasst
uns doch das bis zu einem gewissen Zeitpunkt
teilweise iibernehmen. Dariiber kann man reden.
Diese Zuverldssigkeitsiiberpriifung, das wurde
auch in einer anderen Stellungnahme kritisiert,
gibt es jetzt in vielen Teilen noch aulerhalb des
SUG. Also Klar, es gibt Anwendungen in Fachge-
setzen, im Soldatengesetz zum Beispiel, die das
SUG auf ihr Fachgesetz anwenden, aber wir haben
eben auch Zuverldssigkeitspriifungen. Ich bin
morgen im Hessischen Landtag, dort will man
eine Uberpriifung fiir ihre Fraktions- und Abge-
ordnetenmitarbeiter einfiihren. Diese Zuverlédssig-
keitspriifungen, die, was die Datenbankabfragen
angeht, dhnlich sind wie Sicherheitsiiberpriifun-
gen, die sehen wir immer héufiger. Und dann
wiirde ich wieder sagen, wenn sich die Lage dn-
dert, wenn wir dieses Instrument haben, konnen
wir gerne auch schauen, ob es Synergien gibt.
Also, warum nicht?

Gf. Vors. Thomas Silberhorn (CDU/CSU): Vielen
Dank, Herr Janich fiir die AfD-Fraktion.

Abg. Steffen Janich (AfD): Vielen Dank. Ich habe
eine Frage an Herrn Rechtsanwalt Baunack und
eine an Herrn Prof. Dr. Huber. Die erste Frage an
Herrn Baunack wire: Es soll jetzt mit dem § 15b
SUG eine neue Anzeigepflicht geschaffen werden.
Meine Frage ist, hier steht ja: ,,Die betroffene Per-
son ist verpflichtet, nach Abgabe der Sicherheits-
erkldarung der zustdndigen Stelle unverziiglich in
Textform anzuzeigen®. Dann haben wir den Frage-
katalog von drei Fragen, unter anderem nach , kri-
mineller Vereinigung®. Aus Ihrer juristischen
Sicht, wie ist denn das tiberhaupt machbar? Als
Beispiel, ich wiisste nie, ob mein Autoschlosser in
einer kriminellen Vereinigung ist, wenn ich mit
ihm ein Geschift abschlieBe. Gibt es dort nicht
maximale Bedenken, diese Maligaben iiberhaupt
zu erfiillen? Wie sehen Sie das?
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Meine zweite Frage an Herrn Huber: Gibt es aus
Threr Sicht eine logische Verkniipfung zwischen
den Anderungen in den Sicherheitsiiberpriifungen
und den Verfahrenserleichterungen bei der Ge-
wiahrung von Beihilfe fiir Beamte? Vielen Dank.

SV Sebastian Baunack (dka Kanzlei): Die Frage
nach §15b SUG: Ich halte §15b SUG fiir hochprob-
lematisch. Eben deshalb, weil eine Erheblichkeits-
schwelle fehlt. Wir haben normalerweise im Ge-
fahrenabwehrrecht eine Erheblichkeitsschwelle.
Das heilit, je groBer die Gefahr, desto starker darf
der Eingriff sein. Hier habe ich jetzt eine Anzeige-
pflicht von jeglichem Kontakt und nicht nur
meine, sondern auch die Kontakte der mitbetroffe-
nen Personen, also im Zweifel der Lebensgefihr-
ten, der Ehepartner und so weiter. Wie weit geht
denn das? Was muss ich denn da anzeigen? Wenn
ich selbst geschiftliche Beziehungen eingehe, wie
hier gefragt wurde, ist das tatsdchlich ein ,,Kon-
takt“? Muss ich meinen Geschéftskontakt tiberprii-
fen, ob der vielleicht Mitglied einer kriminellen
Vereinigung ist?” Und wie weit muss ich tatsdch-
lich Nachforschung bei meinen Ehepartnern, bei
meinen Lebensgefdhrtinnen und -gefdhrten anstel-
len? Muss ich da mal gucken, was die auf Face-
book und so machen? Und dann anzeigen? Das
greift tiefgreifend in Artikel 6 Grundgesetz ein
und ich denke, dass das ohne eine Erheblichkeits-
schwelle v6llig unverhéltnisméBig ist. Danke.

SV Prof. Dr. iur. Hansjorg Huber M.A. (HS Zittau
/Gorlitz): Vielen Dank fiir die Frage. Ich mochte
aber die Gelegenheit nutzen, ganz kurz auf den
Kollegen Baunack einzugehen, was die Trennung
zwischen privatrechtlichen/arbeitsgerichtlichen
Streitigkeiten angeht und Verfahren vor Verwal-
tungsgerichten. Das ist natiirlich logisch, denklo-
gisch schon, dass private Streitigkeiten nicht 6f-
fentlich-rechtliche Tatbestédnde priifen konnen.
Deswegen ist es klar, dass bei einer Entlassung
von jemandem, der den erforderlichen Parametern
einer Sicherheitsiiberpriifung nicht entspricht,
einfach zugrunde gelegt wird, dass die Sicher-
heitsiiberpriifung stattgefunden hat. Lassen Sie
mich noch einen weiteren Satz hinzufiigen: Wenn
jemand im Arbeitsverhéltnis das Vertrauen des
Arbeitgebers nicht mehr besitzt, dann lduft es im-
mer auf Vergleiche hinaus und auf die Ausschiit-
tung von Jahreszahlungen im Arbeitsrecht. Das ist
typisch. Also nichts Ungewdhnliches.
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Lassen Sie mich noch auf die Frage kurz einge-
hen, ndmlich die Verkniipfung von Beihilfe, Digi-
talisierungen und SUG. Wie schon ausgefiihrt, ist
aus meiner Sicht hier eine Verbindung nur ganz
schwer herzustellen. Wenn Gesetzestexte gelesen
werden und man das Gefiihl hat, sie entsprechen
nicht dem, was die Uberschrift sagt, dann wiirde
man iiberlegen, ob denn ein sogenanntes Redakti-
onsversehen vorliegt? Hat man hier Dinge zusam-
mengepackt, die sprachlich dhnlich sind und des-
wegen Verkniipfungen hergestellt, obwohl die
fachlich gar nicht vorliegen? Aber auch wenn ich
die Sprache hier bemiihe, sehe ich keine Verbin-
dung zwischen Digitalisierung von Beihilfe im Be-
amtenrecht einerseits und Sicherheitsrecht ande-
rerseits. Vielen Dank.

Gf. Vors. Thomas Silberhorn (CDU/CSU): Danke
schon, Herr Kollege Baldy fiir die SPD-Fraktion.

Abg. Daniel Baldy (SPD): Vielen Dank. Das Gesetz
ist das Gesetz zur Modernisierung des Sicherheits-
iiberpriifungsgesetz und zur Anderung Beamten-
rechtlicher Vorschriften — ich sehe es zumindest
so. Eine Frage an Herrn Schotten: Wie bewerten
Sie den Regelungsvorschlag des Anderungsantrags
der Koalition, dass fiir nichtoffentliche Stellen mit
mehrheitlicher Bundesbeteiligung, die Aufgaben
der offentlichen Verwaltung des Bundes wahrneh-
men, die Sicherheitsstandards des Bundes ver-
bindlich gelten sollen?

Die zweite Frage wiirde sich noch einmal an Sie
richten, Frau Hallmann: Ich habe Sie bei mancher
Stellungnahme die Stirn runzeln sehen, wenn es
beispielsweise um die Frage ging, ich {iberspitze
es: Das BAMF kann niemanden mehr einstellen,
der auch nur einen Schwippschwager hat, der in
einem Land wohnt, das auf der Staatenliste steht.
Das war ja so ein bisschen der Vorwurf. Kénnten
Sie vielleicht klarstellen, um das nochmal konkret
zu machen, welche Auswirkungen das denn hat?
Reden wir jetzt tatsdchlich dariiber, dass Men-
schen, die auf der Staatenliste stehen oder tiber
Ecken mit jemandem verwandt sind, der auf der
Staatenliste steht oder meine Frau kennt jeman-
den, der auf der Staatenliste steht — ist das ein
Ausschlussrisiko fiir mich, eine SU1 oder was
auch immer zu bekommen oder wie wégen Sie da
als Behorde ab? Danke schon.

SV Giinther Schotten (VSW Bundesverband): Vie-
len Dank, Herr Baldy, fiir die Frage. Jetzt habe ich
gerade gesehen, mein Akku geht stark zu Ende,
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damit habe ich jetzt nicht gerechnet. Was folgt, in
aller Kiirze: Wir wiirden den Vorschlag ausdriick-
lich unterstiitzen, dass hier eine Gleichbehand-
lung stattfindet und dass die Uberpriifung eben
auch dort entsprechende Anwendung findet.

Gf. Vors. Thomas Silberhorn (CDU/CSU): Dann
leiten wir weiter, Frau Hallmann.

SVe Cordula Hallmann (BfV): Vielen Dank. Sorry,
ich wollte gar nicht die Stirn runzeln. In der Tat,
also zu der Frage: Kénnen Personen mit Partnern,
die einen SmbS-Bezug haben, iiberhaupt in si-
cherheitsempfindlicher Téatigkeit beschéftigt wer-
den oder nicht? Dazu wiirde ich insofern gern
Stellung nehmen, weil mir das von dem geschétz-
ten Kollegen ein bisschen zu, ich sage einmal,
konsequent formuliert wurde. Also erst einmal
geht es immer darum: Ein Risiko wird immer am
Ende einer Risikoanalyse festgestellt. Dieses Ri-
siko kann auch ein unverschuldetes sein. Also
wenn iiber ,,Vorwerfbarkeit” gesprochen wird: Es
geht nie darum, einer Person personlich etwas
vorzuwerfen, sondern zum Schutz der Verschluss-
sache, der sicherheitsempfindlichen Tétigkeit
oder der Person selbst, wird ein Risiko festgestellt.
Das wiirde ich gern zum einen sagen.

Zum anderen, wenn wir, und dann komme ich
gleich auch zum Anfang des Prozesses, aber wenn
wir einmal ein Risiko feststellen, dann teilen wir
das der zustdndigen Stelle mit. Das heilit, die zu-
stindige Stelle, die Beschiftigungsbehorde, kann
dieses Risiko in Ansehung der konkreten Tatig-
keit, die ausgeiibt werden soll, noch einmal abwé-
gen. Und es gibt auch mitigierende Mafnahmen,
man kann bestimmte Auflagen erlassen, man kann
Reiseverzichte erbitten oder -verbote aussprechen,
beispielsweise fiir Reisen nach Russland. Also in-
sofern ist da kein Automatismus gegeben, dass
eine Person mit Partner in SmbS nicht mehr be-
schiftigt werden kann — das wiirde ich gerne klar-
stellen.

Zum anderen wiirde ich auch gern noch sagen:
Wir erheben die Daten. Es ist kein Automatismus.
Wir schauen uns das an. Vitale Kontakte in Staa-
ten mit besonderen Sicherheitsrisiken. Also enge,
dort lebende Angehdérige, mit Eigentum in Russ-
land beispielsweise, sind ein mdégliches Erpres-
sungsrisiko fiir die Person in sicherheitsempfind-
licher Tétigkeit. Das kann ich aus der Erfahrung
unserer Sicherheitsiiberpriifungspraxis sagen. In-
sofern sollte man sich gut iiberlegen, ob diese
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Person dann in einem sicherheitsempfindlichen
Bereich eingesetzt wird oder vielleicht eine an-
ders gelagerte Tatigkeit nimmt. Es ist ja auch nicht
immer so, dass in einem Betrieb 100 Prozent der
Téatigkeiten sicherheitsempfindlich sind.

Eine Sache, die mir noch am Herzen liegt, ist die
Anzeigepflicht. Diese fortlaufende Anzeigepflicht
ist kein Sanktionierungsmittel gegeniiber der be-
troffenen Person. Die dient einer engen Geheim-
schutzbetreuung, um Anderungen innerhalb des
Fiinf-Jahres-Zeitraums mitzubekommen, um die
Person beraten zu konnen, um risikominimie-
rende MaBnahmen einzuleiten. Insofern hat sie
aus meiner Sicht und auch aus der Gesetzesbe-
griindung keinen Sanktionscharakter.

Gf. Vors. Thomas Silberhorn (CDU/CSU): Vielen
Dank, Frau Hallmann. Herr Kollege Emmerich fiir
die Griinen.

Abg. Marcel Emmerich (BUNDNIS 90/DIE GRU-
NEN): Danke schon. Ich habe zundchst einmal
noch eine Frage zu der Anderung der beamten-
rechtlichen Vorschriften, und zwar an Sie, Herr
Teggatz: Konnen Sie einmal etwas dazu sagen, in-
wiefern jetzt auch die Einfiihrung von § 80a Bun-
desbeamtengesetz (BBG) den Problemen bei der
Bearbeitung von Beihilfebedingungen gerecht
wird? Es ist ja nur eine Ubergangsregelung. Wie
sind Ihre Erwartungen, dass das jetzt auch schnell
kommt?

Dann hiétte ich noch eine Frage an den Herrn

Dr. Klos: Wir haben jetzt sehr viel dariiber gehort,
dass der Aufwand fiir den Bundesverfassungs-
schutz deutlich nach oben geht, Verzehnfachung
hat Frau Hallmann gesagt. Was unternimmt die
Bundesregierung denn, damit die Verfahren auch
schneller abgearbeitet werden kénnen beziiglich
Unterstiitzung, Kapazitdten, Ressourcen, Perso-
nal?

SV Heiko Teggatz (dbb): Herzlichen Dank fiir die
Frage, also auch in aller Kiirze. Ich gehe fest da-
von aus, dass mit der Einfiihrung von § 80a im
Bundesbeamtengesetz endlich eine garantierte Ab-
arbeitungsfrist der Antrédge eintritt. Das ist heute
leider nicht kalkulierbar. Nicht nur bei der Kos-
tenabrechnung, sondern auch bei der Heilverfah-
rensgenehmigung beispielsweise. Nichts ist
schlimmer, als dass man als Beamter in eine Zah-
lungsverpflichtung kommt, besonders, wenn man
in einer sehr niedrigen Besoldungsgruppe steckt
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und moglicherweise sogar noch alleinerziehend
ist oder fiir den Ehepartner auch noch mit Beihilfe
beantragen muss, dann kommt man schon mal in
Situationen, dass man moglicherweise in Zah-
lungsnote kommt. Und wenn das dann dazu fiihrt,
dass der behandelnde Arzt sagt, also ich behandle
dich erst weiter, wenn du deine Rechnungen, die
bisher offen sind, bezahlt hast, dann ist das
schwierig. Durch die Einfiihrung von § 80a BBG
wire das mit den vier Wochen auf jeden Fall kal-
kulierbar. Ich gehe auch davon aus, dass es nur
eine Ubergangsregelung sein kann, weil logischer-
weise diese Fiktionsgeschichte nicht ein dauerhaf-
tes Verfahren bleiben darf, sodass die Bundesver-
waltung sich in dieser Zeit, ndmlich bis 2031
dann auch digital und personell so aufstellen
kann, dass hoffentlich dann Beihilfeantrdage auch
in der normalen Zeit, ndmlich diesen vier Wo-
chen, endgiiltig bearbeitet sind. Danke.

MD Dr. Christian Klos (BMI): Vielen Dank, Herr
Vorsitzender. Vielen Dank fiir die Frage. Das gibt
mir die unerwartete Gelegenheit, hier Stellung zu
nehmen. Die Fragestellungen, die Sie hier aufwer-
fen, sind sehr relevant, denn das Bundesamt ist
natiirlich in einem Spannungsverhéltnis, dass es
den Beteiligten moglichst ziigig ein Priifungser-
gebnis zur Verfiigung stellt, sodass der jeweilige
Geheimschutzbeauftragte dann auch die Entschei-
dung tiber den Einsatz dieser Person treffen kann.
Anderseits sind da auch die Herausforderungen,
die wir durch die Zeitenwende haben und die An-
forderungen, die eben bestehen. Das ist ja gerade
Ziel dieses Gesetzes, dass wir beispielsweise Er-
kenntnisquellen, die andere als natiirlich empfin-
den, namlich die Internetrecherche mit einbezie-
hen. Ich kann jetzt aus einem Gremium im parla-
mentarischen Betrieb nicht berichten, weil3 aber
um eine Diskussion, die sich sehr darum rankte,
auch das engste Lebensumfeld mit einzubeziehen.
Es herrscht dann héufig Unverstdndnis, wenn man
einen tatsdchlichen Fall hat, wo sich das engste
Umfeld eben doch extremistisch ventiliert, die be-
troffene Person selbst nicht und das ist im Grunde
dann bekannt und das fiihrt hier bei der Sicher-
heitsiiberpriifung zu keinem entsprechenden Er-
gebnis. Insoweit sind das sehr relevante Rege-
lungsvorschlédge, die gemacht werden, die sind na-
tlirlich auch ein Plus — das hat Frau Hallmann ja
auch entsprechend deutlich gemacht — an Res-
sourcen Kosten werden. Wir haben das Bundes-
amt bei dem Weg der Einfiihrung von ElekSi
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begleitet, das ist glaube ich ein ganz wesentlicher
Fortschritt hier, und die Zahlen, das sind auch die
jlingsten, die Sie zitiert haben, sind schon deut-
lich unter dem, was wir schon hatten. Das hat uns
immer mit Sorge erfiillt, dass es einfach zu lange
dauert, gerade im Bereich von U3 und da ist na-
tiirlich ein Prozessfortschritt wie bei ElekSi ent-
scheidend. Auch das, was Frau Hallmann eben er-
wéhnt hatte, mit Blick auf die Internetrecherche,
dass hier teilautomatisiert vorgegangen wird, dass
man also nicht jemanden hinsetzt, der irgendwie
wild in Google herumtippt, sondern im Grunde
hier auch technische Unterstiitzung erhalt, das ist
ein wesentlicher Schritt, den das Bundesamt geht
und den wir fachaufsichtlich natiirlich sehr posi-
tiv begleiten.

Es dndert aber nichts an der Tatsache, dass wir na-
tlirlich ein Ressourcenproblem haben. Ich nenne
es jetzt Problem, es hilft ja nichts, das miissen
letztlich Menschen bearbeiten und bewerten und
insoweit spielt dieses Hohe Haus auch eine ganz
entscheidende Rolle, denn wir werden und haben
das auch schon im Gesetzgebungsverfahren arti-
kuliert, miissen uns nattirlich auch innerhalb der
Bundesregierung, insbesondere mit dem Finanz-
ministerium entsprechend abstimmen und das
geht nicht, wenn Frau Heumann dariiber spricht,
dass sich der Aufwand vervielfacht, das muss
auch noch irgendjemand machen und insoweit
wird man auch nicht umhinkommen, dass man
hier auch personell entsprechend dann Ressour-
cen einsetzt und insoweit appelliere ich an den
Haushaltsgesetzgeber, Verstdndnis fiir diese not-
wendige MaBnahmen zu haben und das BfV ent-
sprechend auszuriisten. Danke.

Gf. Vors. Thomas Silberhorn (CDU/CSU): Vielen
Dank, Herr Dr. Klos. Herr Kollege Kostering fiir
die Linksfraktion.

Abg. Jan Kostering (Die Linke): Vielen Dank, Herr
Vorsitzender. Herr Baunack, Sie haben heute in
Threm Statement und in Ihren schriftlichen Aus-
fiihrungen erhebliche Bedenken geduBert, was die
verfassungsrechtliche Zulissigkeit der Uberprii-
fung von einbezogenen Personen angeht, also Le-
benspartner, der Lebensgefdhrtin und Eheleuten.
Konnen Sie hierzu noch einmal ausfiithren, insbe-
sondere hinsichtlich der Frage, inwiefern und in-
wieweit AuBerungen eines Partners oder einer
Partnerin der iiberpriiften Person zuzurechnen
sind?
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SV Sebastian Baunack (dka Kanzlei): Vielen Dank
fiir die Frage. Die Uberpriifung von mitbetroffenen
Personen greift tiefgreifend in den geschiitzten Be-
reich von Ehe und Familie ein, das heiB3t in das
engste Vertrauensverhéltnis, was ich zu den Men-
schen habe, mit denen ich mein Leben lebe. Ein
solcher staatlicher Eingriff muss strengen Voraus-
setzungen unterliegen. Man muss beachten, dass
diese Uberpriifungen, die hier durchgefiihrt wer-
den, nicht nur Beschéftigte des Nachrichtendiens-
tes treffen, nicht nur den engsten sicherheitsrele-
vanten Bereich, sondern dadurch, dass die 6ffent-
liche Hand zahlreiche Aufgaben privatisiert hat,
zahlreiche Dienstleistungen vergibt, auch viele
Beschiftigte, die gerade nicht in diesen Bereichen
arbeiten, sondern nur zuliefern. Nur zuliefern.
Diese Beschiftigten sollen der Pflicht unterworfen
werden, ihre Angehérigen einer Uberpriifung aus-
zusetzen. Und zwar nicht nur einmal, sondern
fortlaufend, immer wieder. Und ich soll als Be-
schiftigter in einem dieser Betriebe, in einer die-
ser Dienststellen die Pflicht haben, das zu iiber-
priifen und das dem Beschéftigungsgeber anzuzei-
gen. Das stort das Vertrauensverhdltnis. Ein Ver-
trauensverhiltnis, das ich im intimen Bereich mit
meinen engsten Angehdrigen aber brauche.

Und ich denke, dass solch ein Eingriff, der ein
ganz erheblicher Grundrechtseingriff ist, falls er
iiberhaupt zuldssig sein sollte, einer ganz strengen
gesetzlichen Regelung bediirfte. Und die sehe ich
hier nicht. Der Gesetzgeber hat nach dem Wesent-
lichkeitsgrundsatz alle grundrechtsrelevanten Ein-
griffe durchzuregeln. Er darf es nicht der Verwal-
tung iiberlassen. Aber das fehlt hier. Das fehlt an
zahlreichen Stellen. Wenn geguckt wird, was im
Internet iiberpriift wird, dann wird nur von einer
Erforderlichkeit ausgegangen, aber keiner Erheb-
lichkeitsschwelle. Warum denn eigentlich? Das
trifft an verschiedensten Punkten, das ist den
Menschen nicht zuzumuten. Wenn ich mich ent-
scheide, ich mochte beim BfV arbeiten, dann gut,
vielleicht. Aber wenn ich mich entscheide, bei
SAP zu arbeiten und da Zulieferer bin oder beim
Logistiker, bei DHL, und werde eingesetzt in dem
Bereich, dann ist mir nicht zuzumuten, meine An-
gehorigen dem auszusetzen. Und da muss ich die
auch nicht iiberpriifen.

Vielleicht kann ich am Schluss noch einmal zu
dem etwas sagen, was Sie, Frau Hallmann, gesagt
haben. Die Beschiftigten werden nur eingestellt,
wenn sie uneingeschrinkt verwendbar sind. Ich
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kann ja nicht sagen, ich mdéchte eingestellt wer-
den, obwohl ich einen Angehdrigen in einem Risi-
kostaat habe, weil ihr mir eine andere Tatigkeit
zuweisen konntet. Darauf habe ich keinen An-
spruch. Ich habe nur einen Anspruch, eingestellt
zu werden, wenn ich die gesamte Verwendungs-
breite aufrufe. Ebenso haben solche Einrichtungen
wie das BAMF standardméBig auflésende Bedin-
gungen in ihren Arbeitsvertrdgen, dass fiir den
Fall, dass die Sicherheitsiiberpriifung nicht erfolg-
reich abgeschlossen werden kann, automatisch
das Arbeitsverhiltnis endet. Und das fithrt dazu,
dass diese Leute in die Arbeitslosigkeit gedrangt
werden. Deswegen ist das, denke ich, nicht zutref-
fend, dass Sie sagen, dass es dort weiterhin Be-
schiftigungsmdglichkeiten geben wiirde. Danke.

Gf. Vors. Thomas Silberhorn (CDU/CSU): Vielen
Dank, liebe Kolleginnen und Kollegen. Wir kom-
men zum Ende unserer Anhérung. Wenn nicht
noch der dringende Wunsch besteht, eine ganz
kurze Fragerunde zu machen, dann wiirde ich
hier schlieen. Den Wunsch sehe ich nicht.

Dann darf ich mich herzlich bei unseren Sachver-
standigen fiir Thre schriftlichen und miindlichen
Stellungnahmen, fiir IThre Erlduterungen und fiir
viele sehr konkrete Anregungen bedanken. Die
Abgeordneten werden die ndchsten Tage und Wo-
chen nutzen, diese Argumente zu priifen und ab-
zuwégen. Wir sollten uns ausreichend Zeit neh-
men, die Ergebnisse dieser Anhorung in den Ge-
setzgebungsprozess einzubringen. Das, denke ich,
ist der Sinn dieser Anhorung. Das sind wir nicht
nur den Sachverstindigen schuldig, sondern auch
uns selbst, damit wir eine sorgfiltige Gesetzge-
bung garantieren kénnen.

Ich darf ein Dankescho6n an die Mitarbeiterinnen
und Mitarbeiter des Ausschusssekretariats sagen,
die diese Anhoérung nicht nur vorbereitet haben,
sondern sie auch nachbereiten werden. Wenn
vielleicht nicht jedem Zuhorer die Abkiirzungen
geldufig sein sollten, dass man etwa unter ,,FDGO*
die freiheitlich-demokratische Grundordnung ver-
steht oder unter ,,SmbS* die Staaten mit besonde-
ren Sicherheitsrisiken. Dann darf ich darauf hin-
weisen, dass das Wortprotokoll im Internet verdf-
fentlicht wird und dort diese Abkiirzungen auch
alle einmal ausbuchstabiert werden. Vielen Dank
fir die Aufmerksamkeit und vielen Dank fiir die
Begleitung unseres Gesetzgebungsverfahrens. Ich
schlieBe die Sitzung.

Innenausschuss

Schluss der Sitzung: 13.53 Uhr

Thomas Silberhorn, MdB
Geschiftsfiihrender Vorsitzender

21. Wahlperiode Protokoll der 13. Sitzung
vom 3. November 2025
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